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Introduction 

Many people use software platforms and the applications that run on them during 

much of the day for work and leisure. They run our mobile phones, computers, and 

videogame consoles and are behind our social networks. New ones are behind 

innovations in payments, transportation, health and fitness, connected homes, and 

connected shopping, all of which are transforming how we live.   

Software platforms create value by providing an environment in which many 

different types of economic agents can benefit.2 These economic agents typically 

include end users, application developers, and hardware makers. They may also 

include advertisers, content providers, and other economic agents depending on the 

platform and the business model it has adopted. 

There are positive externalities between these different groups. More demand from 

any group of economic agents usually increases the value of the platform to the other 

groups of economic agents. As with other multi-sided platforms there are positive 

indirect network effects: more applications leads to more end users, which leads to 

more interest from application developers and hardware makers, and so forth.   

Software platforms also have conflicts between participants that create negative 

externalities, or limit positive ones, and thereby reduce the private and social value of 

the platform.3  Participants, for example, may make decisions that fragment the 

platform and thereby reduce the number of participants that can interact with each 

other. Software platforms often adopt standards, rules, and enforcement mechanisms 

to deal with externalities among platform participants. Such governance systems can 

increase the value of the platform to participants, and to the platform owner, by 

curtailing negative externalities and promoting positive ones. It is possible, however, 

that platforms could adopt rules that harm third parties without countervailing 

increases in the value of the platform through reduced externalities. 

This Article examines how externalities can affect the social and private value of 

software platforms, the role of governance systems in dealing with these externalities, 

principles for assessing whether rules and standards are procompetitive attempts to 

deal with these externalities or efforts to harm competition, and the use of screens to 

minimize error costs on the part of competition authorities and courts. 

Software Platform Business Models and Governance 

The crown jewel of a software platform business is its code. Most widely used 

software platforms have intellectual property rights over that code based in copyright, 

patent and trade secret laws. Some software platform providers enforce their claimed 

property rights vigorously. Others have chosen to cede certain aspects of their 

intellectual property rights. Their creators have decided to license the code under an 

open-source license that allows software “to be freely used, modified, and shared.” 

Governance of positive and negative externalities has proved important for software 

platforms regardless of the intellectual property rights and software development 

approaches these platforms have followed. However, the tools available differ. Fully 

proprietary platforms can control externalities through contracts, enforcement of 

intellectual property rights, and platform design. Open-source platforms are limited 

by their overall governance structure. That structure can range from informal to 
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hierarchical.4 Open-source projects, for example, are managed loosely sometimes by 

a small group of volunteer programmers, a “benevolent dictator” who many choose to 

follow, or a for-profit company that influences the direction through funding and 

other decisions. 

Some software platforms have adopted a hybrid of proprietary and open source 

software. The for-profit company invests in the development of the software platform 

but provides an open-source license to the software platform. It thereby loses some 

control over the intellectual property rights to its platform but derives benefits from 

the open-source process for debugging and improving the platform.  It also loses 

some of its ability to govern externalities on the platform. 

 

POSITIVE EXTERNALITIES FOR SOFTWARE PLATFORMS 

The primary source of value for a software platform comes from its use as a standard 

by end users, software developers, hardware makers, and other economic agents who 

can benefit from interacting with potential counterparties. Different versions of a 

software platform can, however, evolve in ways that reduce the ability of economic 

agents that use one version of the software platform to interact with economic agents 

that use another version of the platform. This “fragmentation” works just the opposite 

to standardization. It deters rather than promotes positive externalities. 

A soft form of fragmentation can result from the interrelated decisions by the 

software-platform owner to release new versions of the software and the decisions by 

users, hardware manufacturers, and wireless carriers not to upgrade to that version.  

Even if the platform owner makes the platform backward compatible applications and 

hardware written for the most recent version may not work with older versions. 

A hard form of fragmentation can result from decisions to create a version of the 

software that is not compatible with other versions. That could occur as a result of a 

proprietary company deciding that backward compatibility imposes too much of a 

constraint and releasing a version that is not compatible with some existing 

applications and hardware. Microsoft made that choice when it migrated from DOS to 

Windows. More commonly, hard fragmentation occurs under the open source model 

when a software platform “forks” into multiple incompatible development efforts 

with different platform leaders. 

The classic case of hard fragmentation involves Unix.5 AT&T developed and owned 

the Unix software platform. It was prohibited by an antitrust consent decree with the 

US Department of Justice from operating in the computer industry. It therefore made 

licenses to Unix available for free. Over time, as developers modified the software 

code, multiple incompatible versions of Unix evolved. Currently, there are 10 

registered product versions of Unix 03 and 4 registered product versions of Unix 98.6 

These multiple versions limited Unix from securing positive network effects as 

applications and hardware that worked with one version of Unix did not work with 

others.7  

Fragmentation imposes costs. Developers may have to write multiple versions of the 

same application to make sure that the application works the same way for all users of 

the various fragmented flavors of the platform. That may involve anything from 
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trivial to wholesale changes in the code depending on the nature and degree of 

fragmentation. The incremental cost for writing applications for different versions 

may lead developers to limit themselves to writing applications for the most popular 

versions of the software platform. Given the fixed cost of writing software 

applications some developers may decide not to write for a software platform at all if 

they cannot reach enough users with a single version of their applications. The 

software platform secures smaller positive network effects as a result of 

fragmentation leading to fewer compatible applications and thereby reduces the 

private and social value of a platform. Fragmentation also makes the platform less 

competitive with more standardized platforms or closed platforms, which can provide 

greater value to members of all sides at no higher cost. 

Fragmentation is a more serious problem for software platforms that use an open-

source license.  Proprietary software-platform owners can manage fragmentation by 

ensuring backward compatibility, by utilizing the copyright and patent legal regimes 

to prevent modifications, by denying access to source code, by using pricing and 

contracts with third parties to discourage fragmentation, and by fragmenting their 

own platform only when the benefits exceed the costs. Open-source software 

platform owners, however, typically allow developers to modify and distribute 

software (sometimes on the condition they do so under the same open-source license, 

but often not). When the initial software-platform creator decides to release their 

software under an open-source license they make it possible for some parts of the 

developer community to decide to take the software platform in a different direction 

than either the creator, or other parts of the developer community, would like or could 

anticipate.  

 

NEGATIVE EXTERNALITIES AND THE LEMONS PROBLEMS 

Software platforms typically rely on the interaction of some combination of users, 

developers, hardware makers, content providers, advertisers, and other groups to 

generate positive network effects and platform value. Self-interested members of 

these groups can, however, also impose harm on other platform participants in their 

same group or in other groups. For example, offensive material is a common problem 

for Internet platforms. One notable case is MySpace, which became perceived as a 

“vortex of perversion” because of certain users it attracted and the content they 

posted.8 This problem discouraged advertisers concerned about the possibility of 

having their ads on the same web page as offensive content and thereby reduced the 

private value of the network. 

Software platform participants also encounter the spate of problems that afflicts 

commerce generally. Sellers of complementary products such as applications or 

hardware may, for example, misrepresent their products, engage in various scams, or 

make it difficult to cancel recurring payments. Buyers may engage in fraudulent 

behavior as well. 

Economic agents that provide complementary goods can also create a “lemons 

problem” for software platforms. The classic story involves the collapse of the Atari 

game console business in the early 1980s. Atari used a game cartridge that was an 

open standard making it possible for third parties to write games. Consumers could 

not observe the quality of a game until they played it. The availability of reviews was 
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much more limited than it is today. A flood of low-quality games appeared and 

contributed to the rapid decline of this pioneering game company. The successful 

game console companies such as Sony (for its PlayStation) that followed Atari 

limited the ability of third parties to publish games for their platforms and imposed 

quality controls. 

 

COMPETITION AMONG AND BETWEEN SOFTWARE PLATFORM ECOSYSTEMS 

As with all products, software platforms can differentiate themselves by price and 

along a variety of dimensions to appeal to various groups of heterogeneous 

consumers. But, as with all multi-sided platforms, they can also differentiate 

themselves by the pricing structure, which determines the relative participation of the 

various sides, and through a variety of business and design decisions that can result in 

differentiation of each of the sides. 

Software platforms owners, in particular, can choose whether to integrate into a 

combined hardware and software platform or to partner with hardware makers; decide 

on the software platform features to provide hardware makers, application developers, 

and other users of the APIs; determine the extent of possible differentiation or 

standardization across hardware makers and application developers; and devise rules 

and regulations for platform participants. Software platform owners also decide 

whether to differentiate the platform itself by either providing multiple versions of the 

platform with different features, or allowing third-parties to do so. 

These decisions concerning differentiation result in externalities because, by 

influencing demand by members of one group on the platform, they affect the 

demand by members of the other groups on the platform. Differentiation could result 

in positive externalities by increasing demand by one group and thereby benefitting 

other groups. For example, differentiation of hardware could result in more users, 

which could thereby benefit providers of applications, which in turn would benefit 

users and hardware makers. Differentiation could also result in negative externalities 

by reducing interoperability between members of the same or different groups. For 

example, differentiation of hardware could make applications incompatible across 

types of hardware thereby raising the costs for application developers who would 

react by reducing the supply of applications and decreasing the value to users, as a 

result of fewer applications and the inconvenience of encountering more incompatible 

applications, who would then become less likely to use the platform. 

Software platform owners must account for these tensions between externalities and 

differentiation to maximize the value of their platforms. Owners that have made their 

software platform available through an open source license, however, encounter more 

difficulties in managing the tradeoffs between externalities and differentiation than do 

owners that have secured and enforced traditional intellectual property rights. 

Hardware makers and even application developers are not constrained by copyright or 

patent regimes from making modifications to the software platform code under 

standard open source licenses as they are with proprietary systems. Those 

modifications could make some hardware and software incompatible. Moreover, 

developers could provide alternative and potentially incompatible versions of the 

software platform. 
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For software platforms, fragmentation raises particularly serious concerns over 

negative externalities that could reduce the value of the platform overall.   

 

RULES AND STANDARDS FOR REGULATING EXTERNALITIES 

The value of software platforms to their owners, and to their participants, depends on 

the extent to which the software platform can generate positive externalities and limit 

negative ones. The relationship between value and externalities creates powerful 

incentives for software platforms to control these externalities. Proprietary software 

platforms, motivated by profit, have developed governance systems to harness 

externalities to maximize the value of their platforms. Successful open-source 

software platforms have also developed governance systems to deal with positive and 

negative externalities. 

In both cases, the governance systems typically consist of “standards” (norms for the 

platform established by custom or by design), “rules” (prohibitions of, or 

requirements, for specified behavior), and “enforcement” (punishment for violations 

and rewards for good behavior). To examine the prevalence and nature of governance 

systems for software platforms we collected data on 15 significant software platforms 

shown in Table 1. Almost all of these platforms have governance systems that 

involve standards, rules, and enforcement.9 

The standards for participants arise from design decisions and requirements that 

software developers and hardware makers must follow to participate on the platform.  

For example, Facebook provides highly structured methods for people to 

communicate with their friends and Apple has a highly structured hardware 

environment for users and applications.  Rules specify things that application 

developers or hardware makers must do to meet various compatibility requirements 

and things that they are proscribed from doing. A number of the platforms that 

involve user interactions also have a variety of community rules such as those 

involving obscene language, pornography, and hate speech.  Almost all the software 

platforms have enforcement mechanisms, including expulsion.  Proprietary platforms 

typically identify rules and enforce those rules by contracts. The open source and 

hybrid platforms, as well as some of the proprietary platforms, enforce rules through 

a combination of compatibility tests and trademark restrictions.          

 

Table 1 Survey of Software Platforms 

 

 Proprietary Open Source Hybrid 

PC and Game 

Console 

Sony PlayStation 

Windows 

 

Linux  

Internet Facebook 

Salesforce 

Tencent 

Bitcoin 

Firefox 

OpenStack 

Ripple 

Mobile device Apple iOS 

Windows Mobile 

Tizen Android 

Ubuntu 
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To provide a deeper understanding of the role of governance systems in regulating 

positive and negative externalities for software platforms the remainder of this section 

discusses three software platforms in detail. Each software platform raises different 

issues that provide insights for the competition analysis in the next section.  

 

TENCENT PLATFORM 

In 1998, Tencent started with its instant messenger which became QQ, the largest 

instant messaging (“IM”) platform in China. Like other internet platforms it provides 

a considerable amount of free products and services to attract and retain users. But 

unlike many other internet platforms, it makes most of its profit from selling virtual 

goods for online gaming and premium upgrades to customers of its basic services 

rather than from advertising. 

 

Tencent has defined detailed rules and standards for third-party developers to access 

its platform. All developers need to pass the developer qualification review process. 

Tencent can bounce or exclude applications from its platforms. It prohibits 

applications that, for example, engage in copyright infringement, have vulgar content, 

and that have malicious junk links and compulsory pop-up windows that might 

damage users.10 Developers are not allowed to manipulate and delete the fundamental 

infrastructure provided by Tencent, interrupt or attempt to interrupt Tencent’s 

products and normal operation of Tencent product functions. Tencent also forbids 

developers from inserting computer viruses, Trojan, and other malware which might 

harm users such as by posting illegal information, intercepting users information, 

bundling software installation and defrauding users. 

 

Tencent’s efforts to deal with negative externalities, and the resulting exclusion of an 

application on its platform, led to a major antitrust case in China. In 2011, Qihoo 360, 

a major internet security software provider, sued Tencent for abusing of market 

dominant position.11 On October 29, 2010, Qihoo 360 launched its 360 Koukou 

Guard, a software that deletes unnecessary documents, blocks plugins and filters 

popup ads produced by QQ.12 According to the report by Chinese Academy of Social 

Sciences, 360 Koukou had several destructive functions designed to interrupt the 

normal functions of QQ, such as deleting Tencent’s ads, disrupting Tencent’s value-

added services, and replacing Tencent’s browser with 360’s browser, etc.13 

Concerned with Qihoo 360’s disruptive interferences with QQ and users’ difficulties 

to use QQ’s normal functions, Tencent requested its QQ users to make an either-or 

choice between Qihoo 360 and QQ, and refused to offer compatibility with Qihoo 

360.14  

     

BAIDU PLATFORM 

Since it was founded in 2000, Baidu has grown into the largest search engine in 

China. Baidu generates revenue from selling advertising to the advertisers who want 

to reach Baidu’s users. It offers performance based online marketing services and 

display advertisements through its organic web search as well as affiliated web 

search. Advertisers pay on a cost-per-click basis, and the majority of Baidu’s revenue 

is derived from performance-based online marketing services.  

As a search engine, Baidu has developed algorithms for detecting efforts to 
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manipulate search rankings.  Baidu often de-lists websites that try to take advantage 

of users, or it demotes them in the search rankings. The opportunistic behavior 

associated with the manipulation of search results imposes significant costs on users 

since users receive distorted and inaccurate search results. Therefore, Baidu deploys 

counterstrategies, including frequent changes in the algorithms as well as governance 

rules, to counter efforts at manipulation.15  

Baidu’s ongoing efforts to detect and punish websites that manipulate its search 

algorithm illustrate the role of governance rules for search engines. Meanwhile, Baidu 

has developed a sophisticated governance system for mitigating negative externalities 

for its users, websites, and advertisers. On one hand, Baidu releases guidelines that 

describe the good activities that it encourages websites to engage in and the bad 

activities that are banned because they distort the information-value of results.16 It 

provides recommendations to webmasters on good technical, design, and content 

practices that will benefit website users and also help the website signal to the search 

algorithm that it is a high quality and relevant site. 17 

On the other hand, in its Guidelines of Search Engine Optimization, Baidu also 

describes deceptive and manipulative practices that could result in the imposition of 

sanctions on the offending website.18 In particular, Baidu identifies specific 

techniques that are prohibited, including having hidden text or links, cloaking or 

sneaky redirects, loading pages with irrelevant keywords, having multiple pages with 

substantially the same content, and using doorway pages that are created solely for 

search engines.19 Baidu enforces these guidelines by demoting or removing the 

offending website. 

  

THE ANDROID OPERATING SYSTEM 

Google is almost solely responsible for planning each new version of the Android 

operating system and writing the code. It then releases each version to the open 

source community under a royalty-free license. The open source community can use 

the Android source code however they choose. 

By providing a free high quality operating system to device makers, a convenient 

Java-based framework to developers, and providing incentives for OEMs and carriers 

to promote the platform and not develop incompatible devices Google secured rapid 

growth for Android. Of the 296.6 smart phones sold in 2010, 67.2 million had the 

Android operating system. By mid 2014, there were more than 84 hardware 

companies that make Android handsets, thousands of developers who had published 

1.3 million applications20, and more than 1 billion users of Android-based phones and 

applications.21 

The open-source model helped drive adoption but also resulted in fragmentation that 

limited the value of the platform. An August 2014 study by OpenSignal found, for 

example, that   

 

“Android devices come in all shapes and sizes, with vastly different 

performance levels and screen sizes. Furthermore, there are many different 
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versions of Android that are concurrently active at any one time, adding 

another level of fragmentation. What this means is that developing apps that 

work across the whole range of Android devices can be extremely challenging 

and time-consuming.”22  

 

There were 18,796 distinct Android devices in 2014. This fragmentation results in 

significant costs and barriers to entry by developers. Each separate device presents a 

risk that an application will not work properly. Another form of fragmentation results 

from different devices running different versions of the Android operating system.  

Six versions of the Android OS accounted for at least a 10 percent share of all devices 

with the most popular version accounting for 26.5 percent. By contrast 91 percent of 

Apple mobile devices had the most recent version of the iOS as of August 2014, 

which was iOS 7, 8 percent had the next oldest version and only 1 percent had earlier 

versions.  

Google has developed standards, rules and enforcement mechanisms to deal with 

fragmentation and other externalities. The standards and rules are voluntary. No one 

has to follow them and anyone can choose to develop different versions of Android 

than Google would prefer. However, Google provides the Android community with 

incentives to follow a consistent standard that maximizes the value of the overall 

Android ecosystem.   

Google developed a set of compatibility standards for hardware makers, which it 

launched in 2007. It also provided a compatibility testing suite (also on a free and 

open-source basis) that hardware makers could use to ensure that their devices are 

compatible. Google only permits Google Play (Google’s mobile applications store) 

and certain Google apps to be preloaded onto devices that pass the compatibility 

standards, which creates an additional incentive for OEMs to offer compatible 

devices.  Google also developed a set of compatibility tests for the application 

developers.  In addition, Google has used innovation to reduce operating system 

fragmentation.  It delivers important updates to users through Google Play Services, 

which offers a set of common APIs regardless of the version of Android a device is 

running.  

Google ensures consistent “out of the box” functionality that consumers expect by 

licensing its Google Mobile Applications suite (GMS), which includes Google Maps, 

YouTube, and a few other apps. As part of the license Google requires that the certain 

applications appear in particular screens and places on the mobile device. Google has 

argued that providing the GMS suite helps Android device makers compete with 

Apple and Windows phones, which also come preinstalled with software that 

consumers expect. 

Google also imposes various quality controls, such as prohibiting malware and 

piracy, on developers who want to place their applications in the Play Store. It can 

remove the applications that violate the terms of Google Play’s Developer Program 

Policy.  That policy prohibits applications from a variety of activities including 

making modifications to the user’s device, reordering default presentations of apps or 

settings, and engaging in various kinds of malicious and deceptive behavior.  
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THE BITCOIN DIGITAL CURRENCY PLATFORM 

Bitcoin is a “software-based online payment system” that was created in 2008. It is 

based on a software platform that uses a distributed network of servers to process 

bitcoin transactions, to create more bitcoins, and to provide a compensation 

mechanism for the “miners” who run the servers that process transactions and create 

bitcoins. The software platform was established as an open-source project.  Despite 

the media attention, Bitcoin’s growth has been slow relative to other payment 

platforms.23   

Negative externalities have plagued Bitcoin. The digital currency was originally 

conceived to handle micro-transactions digitally.  The “killer app”, however, was 

used as a currency for the “dark web” where transactions are made for hard drugs, 

firearms, and other illicit items. It was the currency for “The Silk Road” which was 

an eBay of sorts for drugs and other illegal products and services. Traditional drug 

cartels, and other criminal gangs, also used bitcoins for money laundering. 

Furthermore, a number of the exchanges and vaults lost bitcoins through either 

malfeasance by the operators or by cyber-thieves.     

Bitcoin does not have a robust governance system for dealing with these externalities. 

To begin with, the Bitcoin Foundation has suffered reputational problems. Of its five 

original board members one was convicted of money laundering and one was the 

founder of the bankrupt Mt. Gox, which allegedly lost about $500 million of bitcoins 

from hacking. At the heart of these problems is the lack of exclusionary power—it 

does not have the ability to prevent anyone from using the Bitcoin platform. Some 

open source projects such as Linus have a leader—often the original creator—whose 

moral authority can discipline the community. That is not the case with Bitcoin 

whose creator remains anonymous. 

 

THE WINDOWS PC OPERATING SYSTEM 

 

Windows was introduced in the mid-1980s and gained widespread adoption in the 

1990s. As of September 2014, more than 90 percent of desktop computers worldwide 

had Windows installed. Like other software platforms Microsoft took actions to 

promote positive externalities and reduce negative ones. To minimize fragmentation 

it made sure that each new version of Windows was backwards compatible with 

previous versions. As a result existing applications could work with the new versions 

of Windows. It also made sure that all copies of Windows it distributed provided 

application developers with access to the same set of features. It had SDKs that 

instructed developers on how to develop compatible applications. It did not have any 

general mechanisms, however, for limiting the availability of applications based on 

quality or other considerations related to negative externalities.  Someone could 

develop and sell a Windows application that performed poorly; Microsoft did not 

have any mechanisms in place that could prevent exclude that application from the 

platform. It also did not provide major operating system updates free of charge. That 

resulted in frequent use of older operating systems. 

 

Microsoft’s explicit governance efforts were directed mainly at computer 

manufacturers (also known as “Original Equipment Manufacturers” or OEMs.)   
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Although the licenses are confidential there is some information available on them as 

a result of the antitrust case brought by the Department of Justice and various US 

states in 1998. Microsoft prohibited computer manufacturer licensees from 

“removing any desktop icons, folders, or ‘Start’ menu entries; altering the initial boot 

sequence; and otherwise altering the appearance of the Windows desktop.”24 These 

prohibitions limited the OEMs “flexibility and choices in configuring the PC 

desktop.” On the other hand these restrictions ensured that end users would have a 

consistent experience. 

 

Like some other platforms Microsoft also gave computer manufacturers rewards for 

doing certain things that generated positive externalities. As part of the Market 

Development Program, Microsoft provided financial incentives for features such as 

boot-times, memory allocation and product configuration. 

Overall, these prohibitions and rewards contributed to Windows becoming a standard 

platform for computer manufacturers, manufacturers of peripherals, application 

developers, Internet content providers, and corporate and personal users.  As 

discussed in more detail below, some aspects of them were found to exclude 

competition in violation of the antitrust laws. 

 

COMPETITION POLICY ISSUES 

 

Software platforms can create large and expanding communities by harnessing 

positive and negative externalities among the various groups that benefit from the 

platform. Governance systems play a key role in promoting positive externalities and 

restricting negatives ones. That is seen most clearly in rules that require platform 

participants to follow certain design principles that ensure compatibility and 

interoperability among platform components. The force of a governance system 

ultimately depends on the ability to exclude economic agents that refuse to follow the 

rules from participating on the platform. 

 

The use of these governance systems, and the exclusion of participants that violate 

these rules, is presumptively procompetitive. There is a clear nexus between the rules, 

standards, and enforcement mechanisms that software platforms typically use and an 

effort to maximize the economic value to the community through the promotion of 

positive externalities and the restriction of negative ones.  These rules, standards, and 

enforcement mechanisms are used across software platforms of all sizes and are 

typically unconnected with efforts to engage in anticompetitive behavior. Many 

governance systems regulate community standards such as prohibiting participants 

from engaging in fraudulent or malicious behavior that could not raise any concerns 

over anticompetitive behavior. 

 

Competition policy should therefore exercise caution in condemning the application 

of governance rules for software platforms. The cost of false positives is high. The 

software platform community would lose significant economic value if competition 

policy limited the ability of platform governance systems to harness externalities. 

Positive network effects lead to a multiplier effect for externalities—they magnify the 

loss from reducing positive externalities or increasing negative ones.25 

 

A presumption is not a free pass and caution does not mean a blind eye. Software 

platforms could enlist governance rules, just as they can use other tools at their 
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disposal, to engage in anticompetitive behavior. A core issue, for example, in the 

Microsoft case was whether the company used rules for hardware makers to foreclose 

access to distribution for a potential platform competitor. The US courts decided they 

had. Competition authorities and courts therefore face the usual conundrum: how to 

balance false positives and false negatives in the face of uncertainty and incomplete 

information.  

 

 

ANTITRUST CONCERNS FOR PLATFORM RULES 

 

Software platform governance rules involve unilateral non-price practices. They often 

concern contracts between the software platform and members of the customer 

groups of the platform. Competition policy would ordinarily analyze these contracts 

as vertical restraints. Two concerns could arise if standard market-power related 

thresholds are met. 

 

A horizontal concern is that the software platform is using the governance system to 

exclude one or more competitors—that is, another software platform—from the 

relevant antitrust market. That is, the effect of the vertical restraint is on horizontal 

competition. A key issue for multi-sided platforms in this situation is whether a 

company is engaging in practices that would prevent its platform rival from securing 

a critical mass of platform participants and thereby obtaining positive network 

effects.26  Software platform rules that deter participants from using rival platforms 

raise competition policy concerns for this reason. 

 

The Microsoft case illustrates the horizontal issue. The US Department of Justice 

alleged that Microsoft engaged in a variety of practices to limit the emergence of 

software platforms, such as Netscape’s browser, that would reduce Window’s 

monopoly power in operating systems. The D.C. Circuit Court of Appeals agreed that 

some, but not all, of the practices the Justice Department complained about involved 

exercises in market power to protect the Windows monopoly that lacked offsetting 

efficiency rationales.27 

 

A few of the practices the D.C. Circuit found unlawful were ones that this Article 

would characterize as governance rules. The Court focused on license provisions 

“prohibiting OEMs from: removing any desktop icons, folders, or ‘Start’ menu 

entries; (2) altering the initial boot sequence; and (3) otherwise altering the 

appearance of the Windows desktop.”28 Each of these license provisions imposed 

standards. It found that these provisions were anticompetitive with one exception. 

The third rule prohibited OEMs from automatically launching alternative interfaces. 

The court found that the procompetitive benefits of that offset any anticompetitive 

harm. 

 

Some software platforms also make applications, hardware devices, and other 

products that compete with products provided by businesses on various sides of the 

platform. A vertical concern is that software platforms are using governance rules to 

foreclose competing products and to leverage their dominance in software platforms 

into the adjacent market for complementary products.  That is, the effect of the 

vertical restraint is in an adjacent market. 
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The Microsoft case illustrates this concern as well. The government claimed that 

Microsoft had engaged in an anticompetitive strategy to foreclose Netscape and other 

rivals from developing competing software platforms that would reduce Microsoft’s 

operating system monopoly.  Microsoft’s standards, rules, and enforcement actions 

were key elements in that strategy.  As discussed above Microsoft’s contracts with 

hardware manufacturers imposed several rules concerning how they could modify the 

Windows desktop. The D.C. Circuit agreed that several of Microsoft’s rules were on 

balance anticompetitive.  

 

Similar concerns appeared in the Tangshan Renren v Baidu case and the Qihoo 360 v 

Tencent case in China. In 2009 Tangshan Renren Information Services Co. 

(“Renren”), which operates a medical information consulting website, alleged that 

Badu lowered its ranking in search results, and sued Baidu for abuse of dominant 

market position. On December 18, 2009, The Beijing No. 1 Intermediate People’s 

Court ruled in favor of Baidu. The judge recognized that junk links on Renren’s 

website was the true reason that Baidu sanctioned Renren by lowering its ranking in 

search results, and Baidu’s alleged conduct is legitimate and justifiable.  

 

“We believe that …….the punitive measures were directed to all search 

websites that set up the ‘rubbish links’, not to the www.qmyyw.com website 

only, and such ‘rubbish links’ did exist on said website of 

‘www.qmyyw.com’, which showed that the listing of the ‘www.qmyyw.com’ 

were reduced by Baidu as a way of punishment by the antifraud mechanism 

after the search engine identified the ‘rubbish links’ on it. Since said antifraud 

mechanism was implemented to ensure truthful and reliable search results to 

protect the interests of all the search engine users.”29 

 

As a result, the court found the governance rule of Baidu’s search engine generated 

efficiencies by protecting users’ interests and providing truthful and reliable search 

results.30  

In the Tencent case, discussed above, the Supreme Court of China not only found that 

Tencent did not possess a dominant market position in the relevant market, but also 

found that Tencent’s conducts did not foreclose competition. The court further found 

that Tencent’s tying and “Either-Or-Choice” conduct had legitimate reasons to secure 

product safety and improve user experience.31 

 

The horizontal and vertical concerns over governance rules ultimately turn on the 

same two issues under US case law and under the decisional practice of the European 

Commission: whether the practice forecloses competition, and whether it generates 

efficiencies. 

 

COMPETITION POLICY SCREENS FOR SOFTWARE PLATFORM RULES 

We have previously advocated for courts and competition authorities to follow a 

three-step test to evaluate complaints regarding an element of a governance system 

for a multi-sided platform.32  This test should be followed for software platforms, 

which are a type of multi-sided platforms. The test assumes that the complainant has 

http://www.qmyyw.com/


 

14 

 

established a relevant market, that the software platform has market power, and that 

the practice has the potential to harm competition. 

 

1) In the first step the defendant has the opportunity to establish that the 

practice results from the application of a governance system for dealing 

with externalities. If the platform cannot do so then the standard rule of 

reason analysis applies.  Otherwise the decision-maker moves to the 

second step. 

 

2) In the second step the complainant has the burden of demonstrating that 

the practice in question is not reasonably related to the use of a 

governance system to restrict negative externalities or promote positive 

ones. The complainant could, for example, show that the rule was a 

pretext for excluding competition. If the complainant cannot do so then 

the matter is concluded in favor of the defendant. If the complainant 

satisfies their burden the analysis proceeds to the third step. 

 

3) In the third step the standard rule of reason analysis applies. In this step 

complainant has the burden of showing that the practice harmed 

competition through foreclosure. If the complainant meets that burden the 

platform defendant then has burden of showing that the practice produced 

efficiencies that outweigh any anticompetitive effects.  

 

In all steps the analysis is neutral to the type of software platform. The decision-

maker avoids results that, if applied generally, would discourage software platform 

creators from choosing a closed proprietary model, an open-source licensing model, 

or a hybrid model of those two. 

 

The details of this test of course will differ depending on the case law of the 

jurisdiction and decisional practice of the competition authority. The case law of the 

jurisdiction may preclude applying this test. However, the test provides a useful 

method for competition authorities to evaluate complaints and using their 

prosecutorial discretion in determining whether a complaint against a governance 

practice merits close attention. 

 

This analysis would be specifically helpful for China. Since the Anti-Monopoly Law 

(“AML”) took effect in August 2008, enforcement has grown dramatically. China has 

joined the United States and European Union as leading antitrust jurisdiction. Several 

high-profile cases in China have caught the attention of the international competition 

community. When analyzing competition cases, the Chinese agencies and the courts 

could learn from the best practice from their peers and adapt it within China’s 

economic and legal background. 

  

CONCLUSIONS 
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Software platforms drive innovation by enabling entrepreneurs, often anywhere in the 

world, to develop “applications” and to reach all the users of the platform, often 

anywhere in the world. They make innovation democratic, global, distributed and 

decentralized. As the software platform model has progressed over the roughly four 

decades since the invention of the personal computer it has demonstrated its power to 

drive economic progress.  The value of these software platforms, and their ability to 

support large communities, depends on the ability of the platform to promote positive 

externalities and reduce negative externalities. Software platforms need governance 

systems that impose rules and standards and that have mechanisms for requiring 

platform participants to adhere to these rules and standards. They need to be able to 

exclude participants that harm others from the platform. 

 

Most significant software platforms have established governance systems. They 

generally restrict negative externalities and promote positive ones thereby increasing 

the value of the platform to its participants. Competition policy should presume these 

governance systems, and the restrictions they place on platform participants including 

their possible exclusion or expulsion from the platform, are efficient and therefore 

pro-competitive. 

 

Software platforms could employ governance systems to foreclose competition and 

therefore these restrictions should not be per se lawful. Rather, courts and 

competition authorities should employ screens to protect pro-competitive restrictions 

and isolate anti-competitive ones. The application of these screens should be neutral 

to the licensing model chosen by the software platform creator. There is, in particular, 

no basis for imposing tougher limitations on software platforms operated under a pure 

or hybrid open-source model than on software platforms operated under a closed 

proprietary model. 
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