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LETTER FROM THE EDITOR

Dear Readers,

Cartels are the quintessential antitrust offence. Though more fashionable (or at least more visible) concerns may dominate the headlines, cartelization remains the cardinal antitrust sin.

Of course, cartelization can take many forms. There are classic horizontal price agreements between competitors. But cartelization can also take more sophisticated structures. And of course, cartelization takes on different complexions depending on the industry sector at hand, among other factors.

Enforcers (and litigants) maintain a vigilant eye on these variations in order to fulfil their mission of ensuring low prices for consumers. The pieces in this volume address the myriad policy issues raised by cartel enforcement as it progresses through its second century.

**Marvin Price & Emma Burnham** discuss the reforms enacted in April of this year by the Antitrust Division to its Corporate Leniency Policy as well as updates to that policy’s FAQs. The changes to the policy were the first to be made since its inception in 1993. The new FAQs update previous FAQs issued in 2017 and include a number of FAQs addressing issues not previously discussed. A key goal of the changes was to enhance accessibility to the policy and FAQs for everyone, including members of the public, to ensure equal access to justice.

**Chris Mayock** discusses how cartel enforcement remains at the top of the European Commission’s priorities, which is evident from the significant number of infringement decisions recently issued and the high level of fines imposed. However, while the fight against cartels continues unabated the battle lines are shifting: there has been a move away from classic cartels to less traditional forms of cartels; the pandemic has posed issues for all enforcers but even more so for the Commission given its multi-jurisdictional remit; the significant increase in damages claims following the introduction of the Damages Directive seems to have had a knock on effect on the level of leniency applications; and this in turn has led to the need for greater ex officio/own initiative investigations. These are challenges facing the Commission, which need to be addressed if strong and successful enforcement against cartels is to be maintained.

**Joseph E. Harrington, Jr.** focuses on the need to deter cartels. In spite of the many successes in the fight against cartels, enforcement is likely to be suboptimal because competition authorities systematically underdeter cartel formation. The reason is simple: convicted cartels are observed, deterred cartels are not. Consequently, many decisions by a competition authority will be driven by a desire to convict cartels — as that is an observable measure upon which to assess performance — which will be to the neglect of deterring cartels.

**Juliette Enser, Georgina Laverack & Victoria Siguan-Cervera** note how risks are increasing for those involved in cartel activity in the UK and in particular bid-rigging in public procurement. The UK Government has recently introduced to Parliament the Procurement Bill 2022, which includes a new exclusion from public procurement and debarment regime for cartelists. If enacted, the legislation will mean that companies that engage in price fixing or other cartel activities could face mandatory exclusion by a contracting authority from public procurements for up to 5 years.

**Sonia Kuester Pfaffenroth & Brian Desmarais** do not discuss how the availability of big data and the increasing sophistication of algorithms and artificial intelligence has had an evolving impact on strategic decision-making across many sectors. Pricing algorithms can assist firms to optimize pricing on a near real-time basis in response to competitors’ strategic moves through the rapid analysis of vast quantities of market data. They can also be used — as has been demonstrated by government enforcement actions — to facilitate sophisticated collusion between competitors.

**Peter Whelan**, while noting that the European Commission has an impressive track record with respect to anti-cartel enforcement, points out that a lacuna exists with respect to its enforcement powers: it cannot impose fines on natural persons who are responsible for their companies’ cartel activity. This article argues that, in order to achieve the deterrence of cartel activity, the Commission should be given the power to impose individual administrative sanctions for violations of the EU-level cartel prohibition.

Finally, **Romina Polley** looks into German cartel enforcement trends based on statistics as well as recent cases. She also describes how the German Federal Cartel Office has reacted to the challenge of a decreased number of leniency applications over time that was exacerbated by the pandemic. The article also outlines the main procedural changes brought about by the new German Fining and Leniency Guidelines issued in the second half of 2021.

As always, many thanks to our great panel of authors.

Sincerely,

CPI Team
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In spite of the many successes in the fight against cartels, enforcement is likely to be suboptimal because competition authorities systematically underdeter cartel formation. The reason is simple: convicted cartels are observed, deterred cartels are not. Consequently, many decisions by a competition authority will be driven by a desire to convict cartels – as that is an observable measure upon which to assess performance – which will be to the neglect of deterring cartels. Underdeterrence manifests itself most heavily through underprosecution (some types of collusion cases are not pursued) and underpenalization (penalties are not set to deter future collusion). Some proposed policy changes are offered for enhancing deterrence.
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Risks are increasing for those involved in cartel activity in the UK and in particular bid-rigging in public procurement. The UK Government has recently introduced to Parliament the Procurement Bill 2022 which includes a new exclusion from public procurement and debarment regime for cartelists. If enacted, the legislation will mean that companies that engage in price fixing, market sharing, bid rigging or other cartel activities could face mandatory exclusion by a contracting authority from public procurements for up to 5 years. They are also at risk of being included on the central debarment register which would result in them automatically being excluded from all public procurement contracts for up to 5 years. This article outlines the proposed changes and how the Procurement Bill protects and enhances incentives to apply for leniency by providing protection against exclusion for those companies that are the first to report a cartel to the CMA under its leniency programme. The article also looks at other ways that risks for cartelists are increasing; both in terms of the risk of detection from the CMA’s intelligence work and the tough sanctions (both corporate and individual) that the CMA can apply.
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In April of this year, the Antitrust Division announced changes to its Corporate Leniency Policy as well as updates to that policy’s FAQs. The changes to the policy were the first to be made since its inception in 1993. The new FAQs update the FAQs previously issued in 2017 and include a number of FAQs addressing issues not previously discussed. A key goal of the changes was to enhance accessibility to the policy and FAQs for everyone, including members of the public, to ensure equal access to justice. To further this goal, the Leniency Policy and other important information concerning the Division’s criminal practice were clearly and accurately reflected in writing, discussed in plain English, and added to the Department’s Justice Manual, which is readily available on the internet. Key updates which are discussed include changes to both Type A and Type B of the policy with respect to reporting the illegal conduct, ensuring that any harm is remediated, and improving the company’s compliance program. Changes to the way coverage of individuals is assessed under Type A and B is also discussed. Other topics include: coverage of individuals with respect to corporate resolutions, pre-indictment meetings, and sentencing.

CARTEL ENFORCEMENT AND CHALLENGES IN EUROPE
By Chris Mayock

The European Commission has in recent times adopted a number of decisions and imposed significant fines against cartels. The landscape of cartel enforcement is, however, shifting due to a number of factors: classic cartels have given way to less traditional forms of cartels; the pandemic has disrupted cartel investigations and significantly changed companies’ working methods; the increase in damages actions in Europe may have affected incentives of parties to approach the Commission for leniency; and cartel enforcers are seeking to increase their own initiative investigations in response to the decline in leniency applications. The article explores the current state of cartel enforcement in Europe, the challenges facing cartel enforcers and the approach of the European Commission in addressing them.
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By Sonia Kuester Pfaffenroth & Brian Desmarais

The availability of big data and increasing sophistication of algorithms and artificial intelligence has had an evolving impact on strategic decision-making across sectors. Pricing algorithms can assist firms to optimize pricing on a near real-time basis in response to competitors’ strategic moves through the rapid analysis of vast quantities of market data. They can also be used — as has been demonstrated by government enforcement actions — to facilitate sophisticated collusion between competitors. And, for some time now, antitrust experts have debated a related question: when might these pricing algorithms become sufficiently sophisticated to cross the line from a tool used by businesses to execute strategies created by humans to AI that has the capacity to collude with other market participants without human intervention. As the technological and legal landscape evolves, compliance will become increasingly challenging. While the strategic benefits of technology are significant, it is important to keep a close eye on developments to ensure compliance measures keep pace with potential areas of risk.
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REFORMING THE EUROPEAN COMMISSION’S ENFORCEMENT OF CARTEL LAW: THE CASE FOR INDIVIDUAL ADMINISTRATIVE SANCTIONS
By Peter Whelan

Few would deny that the European Commission has an impressive track record with respect to anti-cartel enforcement. At present, however, a lacuna exists with respect to its enforcement powers: it cannot impose fines on natural persons who are responsible for their companies’ cartel activity. This article argues that, in order to achieve the deterrence of cartel activity, the Commission should be invested with the power to impose individual administrative sanctions for violations of the EU-level cartel prohibition. Although such sanctions have a drawback in terms of their vulnerability to indemnification, the stigmatization policy currently pursued by the Commission with respect to cartel activity provides considerable scope to prevent the issue of indemnification from undermining the potential deterrent effect of individual administrative sanctions.
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RECENT DEVELOPMENTS IN CARTEL ENFORCEMENT IN GERMANY — FEWER CASES BUT NEW GUIDELINES ON LENIENCY AND FINES
By Romina Polley

The article looks into German cartel enforcement trends based on case statistics as well as recent cases. It also describes how the German Federal Cartel Office reacts to the challenge of a decreased number of leniency applications over time that was exacerbated by the pandemic. Also, the main procedural changes brought about by the new German Fining and Leniency Guidelines issued in the second half of 2021 after entry into force of the 10th Amendment of the German Act against Restrictions of Competition that implemented the ECN+ Directive. While some changes are significant, e.g. the abolishment of the ringleader test in the new German Leniency Guidelines and the consideration of compliance efforts in the new Fining Guidelines, they do not solve the underlying issue of the decline in leniency applications.
WHAT’S NEXT?

For September 2022, we will feature an Antitrust Chronicle focused on issues related to (1) Vertical Agreements; and (2) State Attorneys General.

ANNOUNCEMENTS

CPI wants to hear from our subscribers. In 2022, we will be reaching out to members of our community for your feedback and ideas. Let us know what you want (or don’t want) to see, at: antitrustchronicle@competitionpolicyinternational.com.

CPI ANTITRUST CHRONICLES October 2022

For October 2022, we will feature an Antitrust Chronicle focused on issues related to (1) Private Equity; and (2) Merger Guidelines & Reforms.

Contributions to the Antitrust Chronicle are about 2,500 – 4,000 words long. They should be lightly cited and not be written as long law-review articles with many in-depth footnotes. As with all CPI publications, articles for the CPI Antitrust Chronicle should be written clearly and with the reader always in mind.

Interested authors should send their contributions to Sam Sadden (ssadden@competitionpolicyinternational.com) with the subject line “Antitrust Chronicle,” a short bio and picture(s) of the author(s).

The CPI Editorial Team will evaluate all submissions and will publish the best papers. Authors can submit papers on any topic related to competition and regulation, however, priority will be given to articles addressing the abovementioned topics. Co-authors are always welcome.
ANTITRUST DIVISION UPDATES: ENHANCING ACCESSIBILITY

BY MARVIN PRICE & EMMA BURNHAM

1 Marvin Price is the Director of Criminal Enforcement, and Emma Burnham is Assistant Chief of the Washington Criminal I Section, of the U.S. Department of Justice Antitrust Division.
I. INTRODUCTION

Corporate crime is an age-old problem — and one that antitrust law was expressly designed to address. As long ago as 1776, Adam Smith observed that conversations among people in the same trade often end in “a conspiracy against the public, or in some contrivance to raise prices.”² But it was not until 1890, well after the Industrial Revolution and at a time when markets had been fundamentally altered by the problems foreseen by Adam Smith, that Congress responded.

In enacting the Sherman Antitrust Act, Congress made it a crime to conspire to restrain trade and to monopolize markets.³ And Congress expressly had corporate criminal liability in mind: the statute provides criminal penalties not only for individuals but also for the corporate entities through which individuals commit those crimes. The Sherman Act was enacted during the Gilded Age⁴ to tackle the pressing problems of the day. But those fundamental problems — and resulting harm to the public — persist in today’s Information Age, just with different markets and in different contexts. Executives who should be competing with each other for the sale of the same products or services still fix prices today, but often through the use of emails or texts without meeting or even speaking. And executives who conspire to fix prices have already been prosecuted for using algorithms as a tool for implementing their anticompetitive schemes, raising the specter that someday bots may collude on prices even without human intervention.⁵

As Adam Smith knew, protecting the public from conspiracies to manipulate markets is essential — and that important function is the core of the Antitrust Division’s mandate. To protect American consumers and the benefits derived from free markets, the Antitrust Division looks both backward — to make sure we are learning the lessons of the past and using all the tools available to us — and forward, to make sure we are appropriately calibrating our criminal enforcement practices and priorities to reflect modern-day realities and best deter anticompetitive conduct.

One recent product of this self-reflection is the Antitrust Division’s emphasis on equal access to justice. Just as a cathedral has only one true cornerstone — the first stone laid, with all other stones laid by reference, orienting the building in a specific direction — the Division’s criminal enforcement program has one fundamental guiding principle: accessibility. To the extent the public does not, or cannot, understand our policies’ incentive structures to invest in compliance to deter crime in the first instance and to reward self-disclosure when crime does occur, criminal antitrust enforcement inevitably suffers. Accessibility is the central guiding principal at the core of any successful enforcement regime, for without it, policies and procedures — however well meaning — will never be truly effective.

But over the years, conflicting public statements and divergent practices may have obscured our written policies and procedures. As a result, in April 2022 we announced a number of changes to the Leniency Policy, updated the accompanying FAQs, and made updates and clarifications to a variety of our criminal enforcement policies and procedures. Further, to increase accessibility and make it clear that these changes are enduring, the Leniency Policy — as well as a number of clarifications to other criminal antitrust policies and procedures — can now be found in the Department’s Justice Manual.⁶ The Justice Manual is a public-facing document that is the most accessible and reliable source for the policies and procedures that guide all of the Department’s prosecutors, from Assistant United States Attorneys in 94 United States Attorney’s Offices nationwide to Department components headquartered in Washington, DC.⁷ The FAQs, because they will be more frequently revised than the policy, are readily available on the Division’s website (Chapter 7 of the Justice Manual has a link to this location).⁸

2 “People of the same trade seldom meet together, even for merriment and diversion, but the conversation ends in a conspiracy against the public, or in some contrivance to raise prices.” Adam Smith, An Inquiry into the Nature and Causes of the Wealth of Nations.
³ 15 U.S.C. § 1 and 2 state (as amended in 1974 to make violations a felony instead of a misdemeanor and in 2004 to further increase penalties): Every contract, combination in the form of trust or otherwise, or conspiracy, in restraint of trade or commerce among the several States, or with foreign nations, is declared to be illegal. Every person who shall make any contract or engage in any combination or conspiracy hereby declared to be illegal shall be deemed guilty of a felony and, on conviction thereof, shall be punished by fine not exceeding $100,000,000 if a corporation, or, if any other person, $1,000,000, or by imprisonment not exceeding 10 years, or by both said punishments, in the discretion of the court. Every person who shall monopolize, or attempt to monopolize, or combine or conspire with any other person or persons, to monopolize any part of the trade or commerce among the several States, or with foreign nations, is declared to be illegal. Every person who shall monopolize, or attempt to monopolize, or combine or conspire with any other person or persons, to monopolize any part of the trade or commerce among the several States, or with foreign nations, shall be deemed guilty of a felony, and, on conviction thereof, shall be punished by fine not exceeding $100,000,000 if a corporation, or, if any other person, $1,000,000, or by imprisonment not exceeding 10 years, or by both said punishments, in the discretion of the court.
⁴ The term “Gilded Age,” coined by Mark Twain & Charles Dudley Warner in their 1873 book, The Gilded Age: A Tale of Today connotated the corruption beneath the glittering surface of prosperity in the robber baron era.
⁷ The Justice Manual provides internal guidance only and does not create enforceable rights.
II. LENIENCY POLICY

Since its creation in 1993, the Antitrust Division’s Leniency Policy has been the subject of countless public remarks, published speeches, and articles, and over a quarter-century of enforcement. Public statements over many years created confusion as to how the written policy would be enforced — and our experiences with the policy in light of the changing enforcement landscape demonstrated that updates would improve our enforcement.

Our policies and procedures are now clearly and accurately reflected in writing, discussed in plain English, and easily accessible to all: attorneys who don’t typically handle criminal antitrust matters, members of the business community, and interested members of the public, in addition to attorneys who specialize in criminal antitrust investigations and prosecutions. Before now, the only place the written policy could be found was buried in the Antitrust Division’s website, making it difficult to find for non-antitrust specialists and certainly for non-lawyers. The more the policy is known to the public — and specifically to workers, executives, and businesses — the more it will be used.

The recent updates brought the written policy into line with how it is implemented — and the updated FAQs provide current, real-world guidance. There are now two definitive sources of information about leniency: the policy itself and the FAQs. The FAQs are a “living document” that the Division will examine regularly and update as needed to keep them in line with current practice and address real-world issues. As a result, it will no longer be necessary — or even advisable — to parse the words of Division officials’ speeches to determine how the policy works.

The changes preserve and enhance the Leniency Program’s core incentive structure, which means that a company seeking leniency in good faith is never made worse off. To ensure that result, the Division generally interprets the Leniency Policy in favor of the applicant. And out of the over 570 markers the Division has issued, it has subsequently prosecuted an applicant just once — which occurred only because the Division discovered that the applicant had continued its criminal activity instead of terminating it, as the applicant had claimed.

A. Key Corporate Leniency Updates

The Antitrust Division made two key changes to both Type A and Type B of the Corporate Leniency Policy. Type A is the part of the policy that applies when the Division has not yet received information about the illegal conduct; Type B is the part of the policy that applies after the Division has already obtained that information.

The first change concerns what an applicant must do upon discovery of the illegal conduct. While the prior policy had a requirement that the applicant “promptly and effectively terminate its involvement in the conspiracy,” that requirement has been changed to require “promptly reporting the illegal conduct” to the Division upon its discovery.

FAQ 22 discusses this new requirement and explains that in determining what constitutes “promptly” reporting, the Division’s prosecutors will consider all of the facts and circumstances of the illegal activity as well as the size and complexity of the applicant’s operations. The FAQ makes clear that the Division understands that the applicant will need to conduct some due diligence to confirm that it has been involved in the commission of an antitrust crime. That’s reasonable and understandable. However, what is not acceptable is for the company to confirm its involvement in the illegal activity and then decide not to self-report to the government, but instead wait for the government to make the first move by initiating an investigation. This approach — as FAQ 22 makes very clear — will not be tolerated and will result in the applicant being ineligible to obtain leniency, Type A or B.

The Division made this change for two reasons. First, sound public policy and good corporate citizenship require a company to self-disclose corporate crime promptly after it is discovered. Second, one of the Division’s most effective investigative tools is the use of cooperating witnesses — including individuals cooperating pursuant to a grant of leniency — to record conspirators’ communications. This tool is much more effective when the company does not terminate its involvement in the conspiracy, but instead reports that conduct promptly to the Division.9

Another change (which also applies equally to Type A and B) is the addition of a requirement that the company use its best efforts to remediate the harm caused by the conduct and to improve its compliance program. Since 1993, a corporate leniency applicant has been required to make restitution to the victims, and that is still a requirement. But over the years, the Division learned that restitution on its own may

---

9 Reporting criminal conduct to the law enforcement authorities clearly constitutes withdrawal from the conspiracy, so by self-reporting to the Division the applicant has also legally terminated its involvement in the illegal conduct. United States v. Espoito, 543 F.3d 25, 41 (2008) (“By way of an example, a defendant may withdraw from the conspiracy by giving a timely warning to the proper law enforcement officials . . . .”).
be insufficient — it can adequately address past harm but does not address possible future harm, and, importantly, does not reform corporate culture to prevent recidivism.10

Improving corporate compliance is an obvious step that — given the severe sanctions accompanying antitrust crimes and the benefits of winning the leniency race — all companies that discover their involvement in antitrust crimes should immediately take. The Division has made available the document that its prosecutors use to assess a company’s compliance efforts, which can assist companies in evaluating the strength of their own compliance programs.11 Including this requirement in the policy enshrines the expectation that companies will create a culture of compliance with effective corporate compliance programs.

The remediation requirement is also a critical improvement to the Leniency Policy. While restitution may address much of the harm already caused by a criminal antitrust violation, remediation may be necessary to address the risk of ongoing or future harm from the same violation. The type of remediation required will depend on the facts of the case, the nature of the violation, and the results of the company’s analysis of the root causes of the illegal conduct.

B. Individual Coverage Under Type A and Type B

Another important change relates to how Division prosecutors will determine coverage for individuals — with respect to both Type A and B applications. For Type A leniency, the policy now makes clear that no current employees will be charged so long as they cooperate in the investigation — versus the prior version of the policy, which called for coverage only for employees who participated in the crime. The Division now guarantees coverage for all Type A cooperating employees — regardless of whether they were aware of or participated in the crime themselves. This provision eliminates any confusion applicants and their employees might have about whether they will be covered if they cooperate fully and truthfully but did not personally participate in the crime — and they will be covered even if they were not aware of the criminal conduct. Type A leniency is the only mechanism to obtain such exceptional coverage.

In contrast, the updated policy retains essentially the same language as in the 1993 version which clearly states that as to Type B: “If a corporation does not qualify for leniency under Part A, above, the directors, officers, and employees who come forward with the corporation will be considered for immunity from criminal prosecution on the same basis as if they had approached the Division individually.” But over the years, the Division’s public statements and its practice led the defense bar to believe that Type B was functionally no different from Type A in this regard, and that all cooperating employees should and would receive coverage.

As a result, although the language in the 2022 Leniency Policy with respect to this issue is substantially the same as in the 1993 policy, the new FAQs make clear that Division prosecutors will follow a procedure for Type B individuals consistent with the original policy’s statement that they would be considered for immunity on the same basis as if they had approached the Division individually. This means that as a threshold matter to be eligible for non-prosecution protection with respect to a Type B leniency application, current directors, officers, and employees must: “admit their wrongdoing with candor and provide timely, truthful, continuing, and complete cooperation throughout the investigation (see FAQ 52).

Importantly, FAQ 52 discusses the specific procedure that Division prosecutors will follow with respect to an individualized assessment for Type B individuals. And that procedure is the same procedure that all Department prosecutors must follow in determining whether to grant an individual non-prosecution protection in exchange for cooperation. That process is clearly explained in the Justice Manual in Chapter 9, concerning criminal investigations and prosecutions, sections 27.600, 620, and 630. This involves an individualized assessment for each individual, considering the importance of the matter, the value of the individual’s cooperation and timing, the individual’s relative culpability and criminal history, and the interests of any victims.

FAQ 53 discusses the importance of timing with respect to the results of the individualized determination. In conducting the individualized assessment, the Division prosecutor must determine whether obtaining the individual’s cooperation pursuant to a grant of non-prosecution protection is in the public interest. One of the determinants of whether the cooperation would be in the public interest is the timing of that cooperation. Early in the investigation, before subpoenas have been served, search warrants have been executed, or the investigation has otherwise become publicly known, it is more likely that the investigation will not yet have developed significant evidence of the illegal activity, likely making the individual’s cooperation particularly valuable. However, as Division prosecutors utilize the various investigative tools at their disposal, the indi-

10 U.S.S.G.§8B1.2 (policy statement) (“The purposes of a remedial order are to remedy harm that has already occurred and to prevent future harm. A remedial order requiring corrective action by the organization may be necessary to prevent future injury from the instant offense . . . .”).

individual’s cooperation may no longer be necessary to the public interest. The bottom line: as always, early self-reporting — and early cooperation — make leniency and non-prosecution protection more likely.

C. Additional FAQ Updates

Finally, the new FAQs are a valuable source of helpful information, including information that does not directly concern the operation of the Division’s leniency program. For example, FAQs 38 through 46 concern ACPERA and contain a number of Division comments about its effective and efficient operation. FAQ 39 notes that the Division is willing to advise a court of the timeliness, nature, extent, and significance of the applicant’s cooperation under the Leniency Policy, as well as its commitment to prospective cooperation with the Division’s investigations and prosecutions, in response to a request to do so by the applicant or a court, so long as this disclosure does not compromise law enforcement activity.

III. CRIMINAL PRACTICE UPDATES

In addition to the changes to leniency, the Justice Manual updates to other criminal policies and procedures serve the same ultimate goal of accessibility. They bring our practices into line with the rest of the Department, ensure that our policies as written reflect our practices, guarantee individual accountability, and maximize transparency, predictability, and equal access to justice.

A. Individual Coverage in Corporate Resolutions

One important change is memorialized in section 7-3.430 of the Justice Manual. This section concerns individual releases of criminal liability in corporate resolutions. It emphasizes that other than as part of a leniency letter, the Division will include non-prosecution protections (so-called “carve-ins”) as part of a corporate resolution only in extraordinary circumstances and only with written approval of the Division’s Assistant Attorney General. This approach emphasizes the importance of prompt self-reporting so that a company can obtain the benefits of leniency, which for a Type A applicant includes non-prosecution protections for fully cooperating current directors, officers, and employees, and for a Type B applicant may include such non-prosecution protections for its current directors, officers, and employees, based on an individualized assessment.

As a result, decisions to provide non-prosecution protections for individuals will typically be made separately from the corporate resolution, on an individualized basis in accord with the Principles of Federal Prosecution (9-27.00), and under the standard for individual non-prosecution agreements (9-27.600) discussed previously with respect to non-prosecution protections for Type B individuals.

B. Pre-Indictment Meetings

Section 7-3.200 of the Justice Manual discusses the current procedures with respect to pre-indictment meetings. It notes that the Division follows the Department’s practice of notifying targets — under certain circumstances — in a reasonable time before seeking indictment, although notifying targets is not appropriate in routine clear cases or when notification would be inconsistent with the ends of justice. The Division considers requests for meetings on a case-by-case basis, considering whether the meeting will assist the Division in effectively evaluating a putative defendant’s evidentiary, legal, and policy arguments against prosecution. And the Justice Manual emphasizes that a meeting is not warranted “if the target and counsel have declined to engage with staff or it is otherwise apparent to the Division that further engagement will not be productive.”

C. Sentencing

Finally, the Justice Manual discusses the Division’s approach to sentencing. Most importantly, Division prosecutors should conduct an individualized assessment under the Principles of Federal Prosecution, 9-27.730, and any other applicable Department policies. Because of the importance of general deterrence in criminal antitrust cases and because these cases typically cause serious economic harm, an individualized assessment will typically result in a recommendation of incarceration for individual defendants. But as the United States Sentencing Guidelines note, in a very few number of cases the guidelines will not require that some confinement be imposed. In antitrust cases as in all other criminal cases, the ultimate goal of sentencing is to achieve a just result.

IV. CONCLUSION

In conclusion, the Division’s changes discussed above have been part of a conscious effort, informed by experience, to achieve two objectives: ensure that our enforcement efforts are robust, comprehensive, and effective, while also ensuring that companies and individuals who self report
reap the benefits of that decision. Fundamentally, our enforcement works only to the extent that our policies and procedures are truly accessible to everyone — which is why we see accessibility as the key cornerstone of the program and why the recent changes ensure that we continue to achieve those critical objectives.
CARTEL ENFORCEMENT AND CHALLENGES IN EUROPE

BY CHRIS MAYOCK

1 Deputy-Head of Unit, Cartels Directorate, DG Competition, European Commission. The information and views set out in this article are those of the author and do not necessarily reflect the official position of the European Commission. The author would like to thank Maria Jaspers and Gerald Miersch, respectively Director and Head of Unit in the Cartels Directorate, for their comments and contributions.
I. INTRODUCTION

Cartel enforcement remains at the top of the European Commission’s priorities, which is evident from the significant number of infringement decisions recently issued and the high level of fines imposed. However, while the fight against cartels continues unabated the battle lines are shifting: there has been a move away from classic cartels to less traditional forms of cartels; the pandemic has posed issues for all enforcers but even more so for the Commission given its multi-jurisdictional remit; the significant increase in damages claims following the introduction of the Damages Directive\(^2\) seems to have had a knock on effect on the level of leniency applications; and this in turn has led to the need for greater ex officio/own initiative investigations.

These are challenges facing the Commission, which need to be addressed if strong and successful enforcement against cartels is to be maintained.

II. RECENT ENFORCEMENT

Last year, the Commission adopted 10 infringement decisions and imposed total fines\(^3\) of EUR 1.7 billion\(^4\) on over 30 corporate groups. These figures speak for themselves and send a clear message that cartel enforcement continues to be right at the top of the Commission’s agenda. From these decisions a number of trends and policy directions are evident.

First, the Commission has a zero-tolerance policy towards all types of cartels.

Second, the Commission maintained a broad portfolio of cases across sectors by sanctioning cartels concerning rail cargo, food packaging, financial benchmarks, bond trading and car emissions. Such a portfolio sends a message of general deterrence to all undertakings not to engage in cartel conduct and sends a more focused message of specific deterrence to those undertakings involved or operating in the relevant sectors.

Third, in terms of how cases were resolved, roughly half were concluded under the settlement procedure\(^5\) and half under the normal procedure. This shows that the Commission exercises its discretion to decide when the settlement procedure is most appropriate, which is based on a number of factors (e.g. number of parties, number of leniency applicants, strength of evidence and how the parties position themselves during the investigation). The Commission is also prepared to discontinue the settlement procedure if insufficient progress to resolve the case is achieved.

Finally, while the Commission continued to pursue classic cartels involving price fixing and market sharing (e.g. Canned Vegetables), there were a number of decisions involving less traditional forms of cartels, which warrant a more in-depth assessment.

III. LESS TRADITIONAL CARTELS

There is certainly a trend that enforcement is moving away from classic cartels towards less traditional cartels. It may be that strong enforcement in the EU and elsewhere has led to a situation where the stereotypical ‘smoke filled room’ cartels are less prevalent. Classic cartels have to a degree given way to more sophisticated arrangements and the Commission has had to adapt to this new environment.

A good example of this is the Car Emissions case, where the Commission took a decision against five car manufacturers – Daimler, BMW, as well as Volkswagen, Audi, and Porsche, which are part of the Volkswagen group - imposing a total fine of 875 million euros. The car manufacturers colluded to restrict technical development in the area of emission cleaning technology for diesel cars and with its decision the

---


3 Under the Commission’s administrative system, the only sanction available is to impose fines on undertakings.

4 Approximately USD 1.9 billion.

5 Under the settlement procedure, in return for admitting the infringement the parties receive a 10 percent reduction in the amount of the fine, enjoy a more streamlined procedure and are issued with a shortened decision. See Commission Notice on the conduct of settlement procedures in view of the adoption of Decisions pursuant to Article 7 and Article 23 of Council Regulation (EC) No 1/2003 in cartel cases (OJ C 167, 2.7.2008, p.1).
Commission entered to some extent into new enforcement territory. It recognized that price is not the only relevant parameter of competition and that product characteristics can be just as important. Further, the case is also interesting as, together with the decision, the Commission issued a letter to the parties in which it clarified the aspects of their cooperation, which were considered unproblematic.

This is, of course, not an isolated case. The Commission has already issued a number of decisions concerning less traditional cartels e.g. benchmark manipulation in the financial sector (Yen, Swiss, Franc and Euro Interest Rate Derivatives), coordinating list prices rather than final prices (Trucks) and buyer cartels (Car Battery Recycling, Ethylene).

The difficulty with less traditional cartels is for parties to understand the dividing line between legitimate cooperation and illegal conduct. However, the Commission is building up a decisional practice, which should serve to guide parties over what constitutes a cartel infringement in such types of cases and as the Car Emissions example shows the Commission is prepared to provide clarification in appropriate cases.

IV. RESPONSES TO THE PANDEMIC

It is well-known that in times of crisis the temptation to enter into cartels increases. This applies equally to secret cartel arrangements as well open crisis cartel schemes designed to assist industries in distress. However, the Commission’s line remained firm throughout that there would be no relaxation of cartel enforcement. Such circumvention of the cartel rules as a short term ‘quick fix’ would have only served to delay and jeopardize the recovery. Furthermore, the Commission intends to be equally vigilant to ensure any increased prices resulting from the crisis are not artificially maintained through collusion as we emerge from it.

Although cartel enforcement continued throughout the pandemic, the Commission was forced to curtail its activities on the investigative side. As a multi-jurisdictional enforcer it was impossible for the Commission to maintain its usual practice of simultaneously carrying out dawn raids at business premises in a number of EU countries. Raids were accordingly suspended for a period of almost two years but resumed in the second half of 2021 and the Commission has continued to be active on this front in the first part of 2022.

With respect to dawn raids conducted at private homes, in practice the Commission has so far exercised this power in a limited fashion and generally only when there were strong indications that key evidence was located at domestic premises. However, the pandemic has brought a significant shift in working arrangements with many people working from home. Increased home working is likely to remain the case even as we emerge out of the pandemic. Therefore, evidence, relevant individuals and searchable hardware are now more often located at domestic premises. Equally, given the electronic nature of modern data, relevant information can be readily deleted from domestic premises.

To respond to this shifting nature of working and to secure the acquisition of relevant evidence, it is likely that the Commission will more frequently use its power to conduct inspections at domestic premises. This applies to both stand-alone domestic inspections and also those in conjunction with inspections at business premises. The Commission successfully made use of this power recently, which is the first instance in many years, where a search of domestic premises of (an) employee(s) was conducted in parallel with a search of the business premises of the employer.

One significant positive of the pandemic was the increased use of the Commission’s e-leniency tool. E-Leniency is an online platform developed by the Commission that allows applicants to submit their leniency applications, including marker applications, through the e-Leniency tool. Using e-Leniency provides the same legal guarantees in terms of confidentiality and legal protection as the traditional procedure of oral statements (i.e. protected from disclosure in civil litigation). As it was impossible during the pandemic to come to the Commission premises to make oral statements in person, e-leniency has become the primary and preferred procedure for leniency submissions.

V. LENIENCY

A significant challenge facing the Commission is that it, like many other agencies around the world, has witnessed a downturn in leniency applications in recent years.

The downturn in leniency could be due to many factors: the possibility that there are fewer cartels to report due to the deterrent effect of strong enforcement and greater compliance; the proliferation of leniency regimes across the globe and the burden of applying in a multitude of regimes.
of jurisdictions; or uncertainty about whether less traditional forms of cartel fall within the Leniency Notice and benefit from its provisions.

It is clear that the landscape in which the Commission’s leniency policy operates has changed and the emergence of follow-on damages actions following the implementation of the Damages Directive is important in that respect. For example, the wave of damages claims in Europe following the adoption of the Trucks decision is unprecedented. However, it is important to underline that this was the goal of the Damages Directive: to facilitate cartel victims to claim compensation.

A parallel goal of the Damages Directive was to protect public enforcement. Accordingly, protections were built into the Damages Directive for immunity and leniency applicants. First, a key exception to the normal disclosure obligations is that leniency corporate statements are never disclosable. Given the self-incriminatory nature of the statements, which have been specifically created for the purpose of the Commission’s investigation, complete protection was necessary to avoid any chilling effect on the leniency program, which is very much at the core of public enforcement. A second point is that the Directive further safeguards the attractiveness of applying for leniency by providing that the immunity applicant is only liable for damages to its own customers. This derogates from the usual position that co-infringers are jointly and severally liable for the entire harm caused by an anti-trust infringement and provides an added incentive for parties to apply for immunity. However, as these protections are only just beginning to kick in it is difficult to gauge how effective they may be.

In Europe, the issue has been raised as to whether further protections should be given, such as shielding the immunity applicant from civil liability. On the one hand, this may serve to promote public enforcement. It would remove a significant disincentive for immunity applicants to come forward and may have a major impact on the level of applications. It could also have a knock-on effect on settlements as parties cooperating under leniency also tend to settle cases. On the other hand, it poses fairness issues, legal issues, and practical issues. The fairness issues are that the immunity applicant would get away without paying a fine or damages and because of the EU requirement that victims must receive full compensation the co-cartelists would likely have to pay the immunity applicant’s share. Legally, it would need to be assessed if this is compatible with the tort law systems of the Member States. Practically, it would require legislative change and could therefore only be a long-term solution.

To address the current situation the Commission has been reviewing its leniency policy to look at reasons for the decline and to identify ways to maintain incentives to apply. An integral part of this process has been to engage with stakeholders, particularly the private bar who have a unique insight into the drivers that dictate whether companies will apply for leniency. The Commission has also engaged with other enforcers on a bilateral basis to see what lessons we can learn from each other. There have also been discussions at a multilateral level, notably within the European Competition Network and the International Competition Network where agencies can exchange ideas on how to collectively improve the situation.

However, it is crucially important not to see leniency in isolation. A number of policies or practices have an impact on it and can make it more attractive. First, leniency is dependent on strong enforcement and significant sanctions, so companies are aware of the cost of entering into cartels and not reporting them. Second, it is important to link leniency to other legislation. For example, by providing immunity from criminal prosecution to employees of immunity applicants or granting successful leniency applicants an exemption from exclusion from public procurement procedures following a cartel infringement. Third, it is crucial to have an effective ex officio/own initiative policy to generate cases outside of leniency. This is important not only because it generates cases in its own right but because by increasing the risk of being caught by an own initiative investigation it increases the incentive of parties to come forward under leniency.

VI. **EX OFFICIO STRATEGY**

The Commission has strengthened its *ex officio* program in recent times. It has put in place the following elements.

---

8 Article 6(6)(a) of the Damages Directive.
First, the setting up of a dedicated unit within DG Competition staffed by professionals specialized in digital investigation techniques, which allow enhanced intelligence gathering and data analysis. Second, the creation and the management of a centralized intelligence network from multiple information channels - other Commission DGs, other EU institutions and other non-competition national enforcers. Third, the launching of the anonymous whistle-blower tool in 2017, which encourages informants to come forward safe in the knowledge their identity will be protected.

The whistle-blower tool has received a significant amount of interest. As well as guaranteeing anonymity, it allows the Commission to have fully protected two-way communication with informants. This means the Commission can react to the reported lead and ask for clarifications and further information from the informant while at all times respecting their anonymity. In terms of figures, the whistle-blower tool generates over a hundred leads per year and the Commission has current cases based on such leads within its portfolio. The Commission also shares whistle-blower leads with other agencies within the European Competition Network.12 Notably, the Spanish NCA when adopting its recent infringement decision imposing a EUR 24 million sanction against a number of steelmakers revealed publicly that the investigation had been triggered by a lead passed on to it by the Commission.

The whistle-blower tool also provides an interesting link with leniency policy. For those engaging in cartel conduct the traditional risk has been that one of their co-cartelists would report the illegal arrangements to the Commission under the leniency program. However, with the advent of the whistle-blower tool there is the possibility that one of their own employees may blow the whistle and inform the Commission. This opens up another front in the risk assessment that companies have to make in the leniency context.

**VII. CONCLUSION**

To maintain strong enforcement in Europe the Commission must operate in a shifting environment of cartel practice. The days of ‘bread and butter’ price fixing or market sharing cartels in traditional sectors that result from an immunity application and are sanctioned exclusively under the normal procedure are now the exception rather than the norm.

The ‘new normal’ is that it will be necessary to generate more cases through ex officio means, to take measures to address the decline in leniency applications, to expand investigative measures such as raids on domestic premises, to continue to tackle less traditional cartels, to bring cases across different sectors and to adopt decisions under both the settlement and normal procedures.

---

12 Consisting of the European Commission and the National Competition Authorities of the Member States of the European Union.
DEVELOPING MORE VIGOROUS ANTI-CARTEL ENFORCEMENT BY PROMOTING DETERRENCE
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“No modern development in antitrust law is more striking than the global acceptance of a norm that condemns cartels as the market’s most dangerous competitive vice [but] is modern cartel enforcement attaining its deterrence goals?” William Kovacic (OECD Conference, October 2013), former Chair of the U.S. Federal Trade Commission.

I. INTRODUCTION

The President of Bumble Bee Foods is sentenced to 40 months in prison and StarKist is levied a $100 million fine by the U.S. Department of Justice for agreeing to reduce the size of a can of tuna and raise prices. Six major truck manufacturers are fined approximately $4 billion dollars by the European Commission for privately meeting to exchange and agree on list prices. These cases, and many others, illustrate that major corporations continue to collude and even in jurisdictions with a record of aggressive enforcement.

Of course, continued cartel formation does not imply enforcement is suboptimal. Taking into account enforcement and error costs (i.e. direct and indirect costs from wrongful prosecutions), the existence of some cartels is socially optimal and to be expected. Nevertheless, I contend that enforcement is likely to be suboptimal because enforcers – both public and private – systematically underdeter cartel formation. In exploring this issue, this paper addresses three questions: 1) why would there be underdeterrence?; 2) how does underdeterrence manifest itself?; and 3) what can be done to enhance deterrence? While the discussion pertains to any competition authority (“CA”), our analysis will largely be conducted from the perspective of the Antitrust Division of the U.S. Department of Justice (“DOJ”).

II. WHY WOULD THERE BE UNDERDETERRENCE?

There are three facets to cartel enforcement: detection, prosecution, and penalization. Let us consider how the decisions of a CA impacts each of them.

Many of a CA’s cases are either brought to them (such as through a customer complaint), accidently found (such as during a merger review), or sourced from other enforcers (specifically, private litigants and other competition authorities). A CA has two general strategies should it want to be more proactive in building its caseload. The first is to adopt programs that incentivizes others to report suspected cartel episodes, such as leniency programs and whistleblower rewards. The second approach is for the CA itself to actively look for collusion in the marketplace.

Given a suspected cartel has been identified, a CA next decides whether to pursue an investigation and ultimately whether to prosecute. Not all suspected cartels are investigated as evidenced by the many credible cases that the DOJ leaves to private litigants. If a CA does choose to prosecute and obtains a conviction, it then decides the penalty to seek to impose. The associated calculus involves weighing off the benefit from going after a larger penalty against the cost and risk of additional litigation. A CA is often faced with the choice between a penalty that will induce defendants to settle and a harsher penalty that may require taking the case to trial.

In making these decisions that affect detection, prosecution, and penalization, it would be desirable for a CA to do what is best for society; that is, maximize social (or consumer) welfare while taking account of the cost to taxpayers. However, such an expectation is unrealistic and unfair. Those employed at a CA are as much flesh and blood as the rest of us. While they may take account of social goals, they also have personal aspirations. Entering their calculus could be the “warm glow” from putting a price fixer behind bars or the desire to exert less effort and take on less risk from settling a case rather than going to trial. They may pursue cases to contribute to the reputation and resources of the agency. Or a CA official may consider career concerns as they act to improve their performance as viewed by those who might promote them or hire them in the private sector.

Rather than speculate about the incentives of those who work at a CA, let me make two fairly indisputable points. First, the interests of a CA do not fully align with the interests of society or the goal of competition law. To some degree, the personal considerations of a CA’s employees are relevant to their decisions. Second, a CA strives to enhance its measurable performance because, generally, rewards are tied to what is observed. Some observable metrics include the conviction rate (that is, fraction of investigations that lead to a conviction or guilty plea), number of convicted cartels, and amount of penalties as measured by days in jail and fines collected.

2 Leniency programs provide reduced penalties to cartel participants coming forward, while whistleblower rewards provide monetary payment to non-participants from reporting a cartel.

3 In a study of 60 large private antitrust suits, 40 percent of them were initiated by plaintiffs. Robert H. Lande & Joshua P. Davis, “Benefits from Private Antitrust Enforcement: An Analysis of Forty Cases,” University of San Francisco Law Review, 42 (2011), 879-918.
We have now arrived at the challenge when it comes to deterrence: convicted cartels are observed, deterred cartels are not (or at least not easily). Consequently, we expect many decisions by a CA to be driven by a desire to convict cartels – as that is an observable measure upon which a CA’s employees can be rewarded – which will be to the neglect of deterring of cartels. Private enforcers are even less incentivized to value deterrence. Plaintiffs and law firms are motivated to collect damages from existing cartels (as well as shut them down), and not to deter the formation of future cartels. Indeed, fewer cartels means fewer cases so law firms have little interest in promoting deterrence.

The central claim of this paper is that anti-cartel enforcement is suboptimal because the system is designed for public and private enforcers to insufficiently care about deterrence.

III. HOW DOES UNDERDETERRENCE MANIFEST ITSELF?

Having explained in the abstract why a CA has inadequate incentives to deter collusion, let me be concrete in how it might manifest itself in a CA’s actions. But before doing so, two caveats are warranted. What may appear to be suboptimal conduct from the perspective of deterrence could reflect conduct that is optimal in light of scarce resources. For example, some detection activities may not be performed and some cases not pursued because of a lack of resources, not because of insufficient incentives to deter. However, I don’t think a shortage of resources is the full story for, as I will describe, there are some low-cost actions not being taken. The second caveat is that some apparently suboptimal conduct by public enforcers could be optimal when taking into account the presence of private enforcers. For example, a CA may leave some cases for harmed customers to litigate or seek a less severe penalty because of customer damages. As is explained below, I do not believe this is sufficient to rationalize the conduct I am about to describe.

Starting with a CA’s actions relevant to detection, it is not immediately clear that a CA’s incentives are weak when it comes to discovering cartels. Given the number of convicted cartels is an observable metric, a CA could choose to be very active in finding cases. But a CA may instead be focused on the conviction rate which could lead them to be less active in detection given that fewer cases allow more resources to be brought to bear on each case. Focusing on the DOJ, its leniency program has surely been effective in inducing the self-reporting of cartels though concerns have been expressed of excessive reliance on it for discovering cases. Putting aside leniency applications, the DOJ has generally not engaged in the enterprise of discovering cartels. Notably, the DOJ has chosen not to perform a potentially productive detection activity: cartel screening.

Cartel screening is the examination of market data for collusion. Any investigation begins with some piece of evidence supporting the hypothesis that a market harbors a cartel and screening can deliver that evidence. As some examples, screening has discovered cartels in markets for cement (South Africa), subway construction (Korea), and retail gasoline (Brazil). Studies have shown that bidding rings can be detected from bid data using algorithms based on supervised machine learning. To my knowledge, the DOJ has shown little interest in screening (though the Procurement Strike Force appears to be a recent departure), while many other CAs have engaged in it to varying degrees. One possible reason for why screening may be underutilized is that it may not identify the easiest cases to prosecute for it starts with economic evidence.

Of greater concern than underdetection is underprosecution. In their case selection, CAs may be focusing on winning cases and shutting down existing cartels, while avoiding those cases that would do more to deter future collusion. On this issue, three points will be made. First, the

---

4 “I am worried that the success of the Leniency Program combined with budget constraints that your Division faces will in effect give you incentives to pursue only the companies that come forward. ... [A]s I know from personal experience, some of the most egregious and harmful of the cartels may have nobody coming forward.” Senator Bill Blumenthal, US Senate, Committee on the Judiciary, Cartel Prosecution: Stopping Price Fixers and Protecting Consumers. Hearing before the Subcommittee on Antitrust, Competition Policy, and Consumer Rights, 113th Cong., November 14, 2013.

5 The DOJ has also chosen not to offer whistleblower rewards though space prevents me from critically examining the purported rationale.

6 These cases can be found in Ulrich Laitenberger & Kai Hüschelrath, “The Adoption of Screening Tools by Competition Authorities,” CPI Antitrust Chronicle, 2 (September 2011).


8 At the 2016 ICN Chief/Senior Economist Workshop, 27 competition authorities in attendance were surveyed and 15 reported they were doing some screening. Report on 2016 ICN Chief/Senior Economists Workshop, prepared by Nigel Caesar, Renée Duplantis, & Thomas Ross, April 25, 2017.

DOJ has largely focused on cases involving explicit collusion. Second, the DOJ has not been prosecuting attempts to explicitly collude. Third, the use of consent decrees may be a frugal method for shutting down a cartel but they do not necessarily serve the goal of deterrence.

Perhaps it is due to the leniency program delivering an ample supply of explicit collusion cases but it is rare for the DOJ to take on cases of tacit collusion. For example, there have been numerous episodes in which firms colluded through public announcements such as earnings calls. The DOJ has declined to prosecute, as they are left to private litigants to pursue. Recognizing there is a resource constraint, so not all cases can be pursued, if the goal is solely to shut down cartels then avoiding these challenging tacit collusion cases and focusing on explicit collusion cases may make sense. However, the goal of deterrence can justify prosecuting tacit collusion. If firms know certain practices are not prosecuted by a CA, it gives them license to pursue those practices. This means the conviction of one case of tacit collusion could deter many future episodes involving similar practices. This concern about case selection is magnified by the success of the leniency program in detecting and prosecuting explicit collusion for it may be causing some firms to instead pursue tacit collusion. If tacit collusion is becoming more prevalent in practice, underdeterrence due to underprosecution is then an increasing concern.

An “invitation to collude” case involves a firm proposing to a competitor that they form an agreement to restrain trade but where the agreement is not consummated; typically, because the competitor declined the offer. It has been almost 40 years since the DOJ last prosecuted an “invitation to collude” case under Section 2 of the Sherman Act. In that case against American Airlines, the Fifth Circuit Court held that “an agreement is not an absolute prerequisite for the offense of attempted joint monopolization.” Subsequently, invitation to collude cases have been exclusively handled by the Federal Trade Commission as an unfair practice under Section 5. Some of those FTC cases have been quite egregious. For example, a supplier of barcodes sent a series of emails to two competitors expressing a plan to coordinate price increases.

The problem with leaving the FTC to prosecute these cases is that they do not have an arsenal of penalties to draw upon. The cost of being caught by the FTC for inviting a conspiracy is basically legal fees. The Sherman Act’s Section 2 has greater deterrent potential with its threat of criminal penalties and corporate and individual fines. It would seem appropriate and should be uncontroversial for firms to be severely punished for attempting to form an agreement to restrain trade. That the other firms did not oblige to go along should not get a firm and their executives off the hook.

Finally, underprosecution could be reflected in cases ending with a consent decree rather than a judicial opinion. From the perspective of stopping a particular instance of a harmful practice, a consent decree is eminently sensible when compared to going to trial and possibly losing. However, from the perspective of deterrence, a successful judicial ruling could deter multiple future cartels. As a case in point, Container was important for precedent for it established the rule of reason for a class of information exchanges. That would not have happened if the DOJ had issued a consent decree. In contrast, a consent decree with several airlines in 1994 has left us 28 years later still not knowing when advance price announcements are a violation of Section 1. Returning to the absence of public announcement cases by the DOJ, there has been no jurisprudence providing guidance as to the public communications that a firm should avoid.

As commented by legal scholar and judge Frank Easterbrook: “Deterrence is . . . the first, and probably the only goal of antitrust penalties.” Accordingly, a competition authority should foremost consider deterrence when deciding on the appropriate penalty. As incarceration must be abhorrent for corporate executives, the DOJ is certainly enhancing deterrence when it pursues criminal investigations and exacts prison sentences.

10 By “tacit collusion,” I mean firms have an agreement to restrain competition which was achieved through means that, while indirect, involve distinct identifiable acts of communication. The distinction being made is between cases that “involve direct, readily observable proof that the defendants have exchanged assurances that they will pursue a common course of action” (explicit collusion) and those “in which the plaintiff invokes ‘indirect’ or ‘circumstantial’ evidence to establish the fact of the agreement.” (tacit collusion). William E. Kovacic, “The Identification and Proof of Horizontal Agreements under the Antitrust Laws,” Antitrust Bulletin, 38 (1993), 5-81; pp. 19-20.

11 These cases can be found in Joseph E. Harrington, Jr., “Collusion in Plain Sight: Firms’ Use of Public Announcements to Restrain Competition,” working paper, November 2021 (Antitrust Law Journal, forthcoming).


13 For some cases, see Larry Fullerton, “FTC Challenges to ‘Invitations to Collude’,” Antitrust, 25 (Spring 2011), 30-35.

14 One email sent by Jacob Allfraghis of InstantUPCCodes.com stated: “All 3 of us - US, YOU and [Competitor A] need to match the price that [Competitor B] has. . . I’d say that 48 hours would be an acceptable amount of time to get these price [increases] completed for all 3 of us. The thing is though, we all need to agree to do this or it won’t work.” In the Matter of Jacob J. Allfraghis, Complaint, FTC Docket Number C-448, August 29, 2014; p. 3.

15 United States v. Container Corp. of Am., 393 U.S. 333 (1969)


sentences. At the same time, corporate fines (even when combined with customer damages) could be insufficient for collusion to be ex post unprofitable much less ex ante unprofitable. The vitamins case is illustrative of this concern. Hoffman LaRoche received a fine of $500 million which at the time was the highest fine in the DOJ’s history.

However, by the DOJ’s own guidelines, the recommended fine was in the range of $1.3 billion to $2.6 billion, which meant the $500 million fine was 40 percent of the minimum recommended fine. Nor did damages sufficiently increase the financial penalty. It is estimated that members of the vitamins cartel incurred U.S. fines and damages that were only 86 percent of U.S. overcharges18 (which is a reasonable approximation of the incremental profits from collusion). In practice, customer damages have generally proven inadequate to deliver cartel-deterrent financial penalties. A recent study found for the median case that customers recovered only 52 percent of damages and in only 20 percent of cases were at least single damages obtained.19 Given a plausible probability that executives attach to being caught and convicted, the best evidence suggests that it remains highly profitable to form a cartel.

The profitability of collusion also means that boards of directors and senior managers will not be incentivized to encourage their employees to comply with antitrust laws. That a company has adopted a compliance program need not reflect a genuine desire to dissuade employees from colluding. The real test is whether it has in place the same monitoring practices for preventing and detecting collusion as they do with regards to accounting fraud, embezzlement, and other financial crimes.20 There is no evidence that is the case. The problem of underdeterrence is exacerbated when boards of directors and senior managers do not see collusion as a problem for shareholders and thus do not take adequate action to prevent it.

**IV. WHAT CAN BE DONE TO PROMOTE DETERRENCE?**

A response to the problem of underdeterrence has two layers. First, what actions can be taken to enhance deterrence? Second, how can a CA be incentivized to take those actions? From our preceding discussion, much of the answer to the first (and easier) question is transparent. A CA can increase deterrence by engaging in cartel screening and thereby making it more likely a cartel will be detected. Screening is a relatively low-cost activity; requiring a few economists and some research assistants to collect and analyze data.21

In the area of prosecution, the DOJ can take on cases other than explicit collusion. It has long been recognized that a Section 1 violation does not require an express agreement. A judiciously chosen case could aid in deterring cartels and more clearly defining the boundaries of illegal conduct. In particular, a case involving public announcements could aid in deterring such activities and provide guidance to firms as to what they should not say publicly. The DOJ could also aggressively pursue invitation to collude cases under Section 2 and penalize firms for attempting to form an illegal agreement.

While incarceration has effectively punished individuals, more needs to be done to penalize shareholders. Within the limits allowed by the law, fines should be set with the goal of making cartel formation a regretful act which means making it credibly ex ante unprofitable. A necessary condition for that to be so is that fines and damages are several times the incremental profit from collusion. CAs can also be encouraged to consider the use of structural remedies where appropriate. A structural remedy has cartel members sell productive assets, such as capacity, to other firms in order to make future collusion less likely. Compared to existing corporate penalties of government fines and customer damages, divestiture is more of a deterrent under certain conditions, more effective at compensating those consumers harmed, and corrective in reducing the likelihood of recidivism and preventing post-cartel tacit collusion.22

Of course, if the problem is one of incentives, identifying deterrence-enhancing actions is pointless if a CA is not motivated to take them. Offering a solution to that challenge will require an analysis that is beyond the scope of this paper. However, one practical suggestion is for the DOJ to make “deterrence” an explicit consideration in their decisions. When deciding how to allocate resources (do we assign an economist to screening?), whether to prosecute a cartel (should we take on a case involving public announcements?), and the penalty to pursue (how high to make the corporate fine?), it can consider the implications for future cartel formation.

---

20 For example, a company could use screening to look for collusion by its employees.
V. CONCLUDING REMARKS

The DOJ is an aggressive and effective actor in the fight against cartels, as are the competition authorities in many other jurisdictions. It has a long list of accomplishments including the leniency program and obtaining multi-year prison sentences. More recently, it has taken on buyer cartels in labor markets and created the Procurement Collusion Strike Force. The DOJ has an exceptional record in prosecuting explicit collusion with the aid of leniency recipients. However, its record is less impressive in detecting cartels (outside of leniency applications), prosecuting tacit collusion, developing precedents to define the boundary of lawful and unlawful conduct, designing new penalties, and, more broadly, deterring cartel formation. My hope is that this paper may offer some constructive suggestions for the DOJ and other competition authorities to develop more effective anti-cartel enforcement with the specific objective of deterring collusion.
UK PUBLIC PROCUREMENT – INCREASING RISKS FOR CARTEL PARTICIPANTS
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I. INTRODUCTION

The stakes are getting higher for those involved in cartel activity in the UK and in particular bid-rigging in public procurement. In this article we will outline the Government’s proposed new public procurement exclusion and debarment regime and why it will provide a further incentive to comply with competition law and also to apply for leniency. We will also touch on the other ways that risks for cartelists are increasing; both in terms of the risk of detection from the Competition and Markets Authority (“CMA”)’s intelligence work and the tough sanctions (both corporate and individual) that the CMA can apply.

I. NEW GOVERNMENT PUBLIC PROCUREMENT EXCLUSION AND DEBARMENT PROPOSALS

A. Proposed Changes to the Exclusion Regime in the Procurement Bill

On May 11, the UK Government introduced to Parliament a Bill which, if enacted, will create a new UK framework for public procurement.\(^2\) The Procurement Bill 2022\(^3\) includes provisions to strengthen the exclusion regime. The proposed changes include a new mandatory exclusion ground for participants in cartel activity (which may be a supplier or “connected person”\(^4\)) and the introduction of a central debarment register.\(^5\)

As a result of these proposals, companies that engage in price fixing, market sharing (including bid rigging) or other cartel activities and their directors risk facing mandatory exclusion by a contracting authority from public procurements for up to 5 years. They are also at risk of being included on the central debarment register which would result in them automatically being excluded from all public procurement contracts for up to 5 years. However, cartelists that assist in the detection of wrongdoing by being the first to bring a cartel to the attention of the CMA under its leniency policy will be protected from exclusion.\(^6\)

The CMA welcomes these proposed changes as they will provide an additional incentive for companies to comply with competition law, as well as protecting contracting authorities from companies that fail to take competition compliance seriously. With the background of increasing concerns about the cost of living following the economic shocks caused by the global coronavirus (COVID-19) pandemic and the war in Ukraine, it is more crucial than ever that consumers get the benefits of competition, and that innovative, hard-working businesses can compete on a level playing field.

The new regime would also maintain – and indeed enhance – incentives for cartel members to apply for leniency. Not only will successful immunity applicants continue to receive the current benefits for Type A immunity\(^7\) but, in addition, they will also fall outside the new exclusion and debarment regime.

---


3 The Procurement Bill was formally introduced to the House of Lords on 11 May 2022. See https://bills.parliament.uk/bills/3159. See also the Explanatory Notes. See https://bills.parliament.uk/bills/3159/publications.

4 Schedule 6 of the Procurement Bill (paragraph 43) defines "connected person" as follows: includes a person with ‘significant control’ over the supplier; a director or shadow director of the supplier; a parent undertaking or a subsidy undertaking of the supplier; a predecessor company; any other person who it can reasonably be considered stands in an equivalent position in relation to the supplier as any of these persons; any person with the right to exercise or who actually exercises significant influence or control over the supplier; or any person over which the supplier has the right to exercise or actually exercises significant influence or control.

5 The central debarment register is a published list of suppliers which the Government considers may be unfit to bid for public contracts, because they meet either a mandatory or discretionary ground for exclusion and have failed to take sufficient action to ensure the circumstances giving rise to the misconduct will not happen again.

6 This is subject to the confirmation that the cartelist has met all conditions for leniency and can benefit from leniency. There conditions are set out in paragraph 2.7 of the CMA’s guidance (Applications for leniency and no action in cartel cases, OFT1495). See Leniency and no-action applications in cartel cases: OFT1495 - GOV.UK (www.gov.uk).

7 Successful Type A immunity applicants receive guaranteed corporate immunity from fines, guaranteed immunity from criminal prosecution for all cooperating current and former employees and directors of the applicant and protection from director disqualification for all cooperating directors.
B. The Current Exclusion from Public Procurement Regime – Discretionary Exclusion for “Distorting Competition” Unless There Is Sufficient Evidence of “Self-Cleaning”

Under current public procurement rules, a supplier may be subject to mandatory or discretionary exclusion from future tenders by a contracting authority unless it provides sufficient evidence of “self-cleaning.”

A mandatory exclusion applies where a supplier has been convicted of one of the specified criminal convictions (including, for example, for bribery, corruption, money-laundering, or drug trafficking).

However, under the current regime anti-competitive activity is not a ground for mandatory exclusion. Rather, a supplier may be excluded where there are “sufficiently plausible indications” that a supplier has entered into agreements with other economic operators aimed at “distorting competition” (for example, including price fixing, collusive tendering, or market sharing). Before excluding a supplier, a contracting authority must also consider whether it has provided sufficient evidence of “self-cleaning.”

Under the current regime, the decision whether to exclude a supplier involved in “distorting competition” is left to the discretion of the individual contracting authority. We are not aware of any supplier having been debarred by a contracting authority in the UK for ‘distorting competition’ to date.

C. New Mandatory Exclusion Ground for Cartel Infringements

Under the legislation now before Parliament, the exclusion regime would be strengthened by adding new mandatory exclusion grounds including where the CMA has made a decision that:

a) the prohibition on anti-competitive agreements in Chapter I of the UK Competition Act has been infringed by an agreement or concerted practice to which the supplier or connected person was party; and
b) which was a cartel.

The mandatory exclusion also applies where a similar infringement decision has been taken either by a concurrent regulator in the UK (such as the Financial Conduct Authority) or an overseas regulator.

The mandatory exclusion will apply if the contracting authority considers that the circumstances giving rise to the application of the exclusion ground are likely to occur again. The Procurement Bill sets out matters that may be taken into account by a contracting authority when considering whether “the circumstances giving rise to the application of the exclusion ground are likely to occur again,” namely:

---

8 The Public Contracts Regulations 2015, regulation 57.
9 The Public Contracts Regulations 2015 implement the Public Sector Procurement Directive (2014/24/EU) which provides rules for the procurement of goods, services and works above certain thresholds by public authorities. These Regulations also re-enact the relevant provisions of the Remedies Directives (Directive 89/665/EEC as amended by Directive 2007/66/EC), on remedies and review procedures for public procurement, as implemented by the UK in the Public Contracts Regulations 2009.
10 The Public Contracts Regulations 2015, regulations 57(1), 57(8) and 57(13).
11 The Public Contracts Regulations 2015, regulation 57(1)(a) to (n).
12 The FAQs provided with the Procurement Policy Note ‘PPN’ 04/21 states the following as regards the use of the term “sufficiently plausible indications”: “(…) the use of this term indicates that definitive evidence of collusion is not required for the exclusion to apply. For example, depending on the circumstances, a decision by the Competitions and Markets Authority (CMA) finding a company to have restricted, distorted or prevented competition may amount to a “sufficiently plausible indication.”
13 The Public Contracts Regulations 2015, regulation 57(8)(d).
14 The Procurement Bill, clause 54(1)(a)(i) and (5). The Procurement Bill, Schedule 6, paragraph 39(1).
15 Supra note 4.
16 Paragraph 4(1) of Schedule 8A of the Competition Act 1998 defines cartel as “an agreement or concerted practice between two or more competitors aimed at coordinating their competitive behaviour in a market, or otherwise influencing competition in a market.”
17 The Procurement Bill, Schedule 6, paragraph 39(3).
18 The Procurement Bill, Schedule 6, paragraph 40. Paragraph 762 of the Explanatory Notes.
19 The Procurement Bill, clause 54(1)(a)(ii).
a) evidence that the supplier, associated supplier or connected person has taken the circumstances seriously, for example by paying compensation;
b) steps that the supplier, associated supplier or connected person has taken to prevent the circumstances occurring again, for example by changing staff or management, or putting procedures and training in place;
c) commitments that such steps will be taken, or to provide information or access to allow verification or monitoring of such steps;
d) the time that has elapsed since the circumstances last occurred; and
e) any other evidence, explanation, or factor that the authority considers appropriate.  

Conduct which constitutes a breach of competition law which falls short of being a ground for mandatory exclusion, including cartel or other infringing conduct which has not been the subject of an infringement decision, will continue to be a ground for discretionary exclusion.

The new exclusion and debarment regime will apply to all public bodies in England, Wales, and Northern Ireland. The Procurement Bill does not make provision for all public procurement in Scotland but does apply to contracting authorities in Scotland which are either cross-border bodies or exercise wholly reserved functions with some exceptions.21 The Procurement Bill is unlikely to come into force before the end of 2023. However, the mandatory competition grounds have been designated as converted mandatory grounds which means that retrospective application of the mandatory competition grounds will be possible22 for up to 3 years prior to the Procurement Bill coming into force.23 As a result, a cartel infringement decision made by the CMA or concurrent regulators from now or going back as far as 3 years before the Procurement Bill comes into force could lead to the mandatory exclusion of a supplier once the Procurement Bill comes into force.

Further details of the proposed regime are set out in the Procurement Bill 2022 and Explanatory Notes24 and it is intended will be explained in published guidance.

**D. Protection for Type A Immunity Recipients**

The Procurement Bill provides protection against exclusion for those companies that are the first to report a cartel to the CMA under its leniency programme, thus protecting and enhancing incentives to apply for leniency.25

Under the Procurement Bill, “Type A”26 immunity recipients (and individuals with immunity from prosecution for cartel offences)27 would be exempt from exclusion, whether mandatory or discretionary, in relation to the reported cartel conduct.28 A company may receive Type A immunity if it is the first to report a cartel that the CMA is not already investigating and provided it cooperates with the CMA’s investigation. It is the Government’s intention that similar protections from exclusion will apply to successful immunity recipients under a leniency regime in another jurisdiction.

---

20 The Procurement Bill, clause 55(1).
22 The Procurement Bill, Schedule 6, paragraphs 42(1) and (4).
23 The Procurement Bill, Schedule 7, paragraph 8(2).
24 Supra note 3.
26 The Procurement Bill, Schedule 6, paragraph 39(2)(a). This is available to the first applicant to report and provide evidence of a cartel in circumstances where the CMA does not already have a pre-existing investigation and does not otherwise have sufficient information to establish the existence of the reported cartel activity. Type A immunity provides guaranteed corporate immunity from financial penalties and guaranteed individual immunity from criminal prosecution for all cooperating current and former employees and directors of the undertaking and protection from director disqualification proceedings for all directors of the undertaking (Application for leniency and no action in cartel cases. OFT’s detailed guidance on the principles and process. OFT1495).
27 The Procurement Bill, Schedule 6, paragraph 39(2)(b).
28 The Procurement Bill, Schedule 7, paragraph 8(2).
E. Creation of Central Debarment List

The Procurement Bill also establishes a central debarment regime for relevant mandatory and discretionary exclusion grounds, including the competition law infringement ground, and creates a “debarment list.” The Procurement Bill provides the legal framework for central government to oversee the debarment list.

The debarment list will cover both mandatory and discretionary exclusion grounds, and both UK and overseas suppliers may be included on it.

Contracting authorities must exclude suppliers on the debarment list to which a mandatory exclusion ground applies (unless there are exceptional circumstances in which an overriding public interest applies) for the period that the suppliers remain on the debarment list. But contracting authorities will retain their discretion in respect of suppliers to which a discretionary ground applies. Contracting authorities will continue to be able to exclude suppliers not on the debarment list on a case-by-case basis.

The Government has stated that it envisages that the central debarment regime will have the following features:

a) suppliers will be considered for debarment when they are excluded by a contracting authority during a procurement;
b) certain categories of authorities, likely initially to be central government contracting authorities, will additionally be able to refer suppliers they want the Cabinet Office to consider to be added to the debarment list, without having excluded them;
c) a new Procurement Review Unit will be responsible for considering cases, investigating evidence of misconduct and self-cleaning by suppliers, and making recommendations to the Minister;
d) suppliers will be entitled to apply for early removal from the debarment list before the end of the 5-year period of exclusion, if they can show they have self-cleaned; and
e) suppliers will be entitled to appeal a decision to put them on the debarment list to the court.

II. OTHER INCREASING RISKS FOR THOSE INVOLVED IN CARTELS

In addition to the proposed new exclusion and debarment regime, there are other ways that the CMA has been increasing the risk of significant sanctions and personal consequences for cartel participants.

A. Intelligence-Led Cases

The CMA’s leniency policy continues to play an extremely important role in the detection and investigation of cartels in the UK. Indeed, the existence of an active leniency programme can, in and of itself, destabilize a cartel since each cartel participant is aware that the other party has an incentive to be “first through the door” for immunity.

However, the CMA does not rely exclusively on leniency as a means of cartel detection. Approximately half of CMA cartel cases are intelligence-led, by which we mean the investigation did not result from a report by a business participating in the cartel under our leniency policy. The concept of intelligence-led is quite a broad one and would cover, for example, information being mailed to us anonymously, market intelligence from our other functions, use of data “screening” tools and information from other intelligence agencies. We are assisted in conducting intelligence-led investigations by our powers to investigate covertly, including carrying out surveillance and requiring production of communications data.

---

29 The Procurement Bill, clauses 59 to 61.
30 The Procurement Bill, clause 56 (1).
31 The Procurement Bill, clause 59.
32 The Procurement Bill, clauses 54(1)(a) and 54(2)(a).
33 Supra note 2: Consultation response under heading Q21.
A key source of information leading to the uncovering of cartels is whistle-blowers (individuals – who are frequently current or former employees of industry participants – who get in touch with us, for example using our Cartels Hotline).\textsuperscript{35} Individuals who provide us with information that leads to the detection and investigation of a cartel can receive a financial reward, currently of up to £100,000.\textsuperscript{36} We have stringent processes in place to protect those who come forward as whistle-blowers.\textsuperscript{37}

Cartel victims can also be a source of intelligence-led cases. Recently, the CMA has been working closely with procurers and fraud teams across local and central government to increase the risk of detection and reporting of cartel activity in public procurement. The CMA has been supporting procurers by providing training on the risks of bid rigging, how to spot ‘red flags’ and how to report any suspicions to the CMA (including a CMA e-learning training module for procurers on how to reduce the risk of bid rigging,\textsuperscript{38} how to spot bid rigging “red flags” and how to report any suspicions to the CMA). This is supported by existing CMA bid rigging advice for public sector procurers.\textsuperscript{39} These materials are part of a wider education and business compliance programme housed on the CMA’s ‘Cheating or Competing’ campaign page.\textsuperscript{40}

The CMA’s active engagement with public procurers aims to encourage the reporting of suspect supplier conduct while also deterring anti-competitive supplier behaviour, therefore increasing the risk of detection.

\textbf{B. CMA Enforcement Action Leading to Increased Corporate Sanctions and Consequences for Individuals}

Of course, corporate sanctions remain a very important tool in deterring cartel behaviour and the CMA routinely imposes significant fines on infringing businesses. For example in the construction sector alone, of which the public sector is a significant client, we have fined businesses £67 million across 5 cartel cases in recent years.\textsuperscript{41}

Last year the CMA issued revised penalties guidance\textsuperscript{42} following consultation earlier in the year. This is the guidance that we have regard to when calculating an appropriate penalty. In doing so, the CMA has been particularly mindful of the need to ensure that the level of penalty ensures effective deterrence especially in cases involving large, often global, businesses.

This is particularly relevant as, following Brexit, the CMA can examine global cartels and cross-border anti-competitive practices affecting the UK market. The CMA will do so where we consider it is necessary to act to protect UK customers or businesses from the practice causing concern. For example, we have recently looked at data practices by Meta (formerly Facebook)\textsuperscript{43} and at Apple’s mobile payment systems\textsuperscript{44} under the UK’s Competition Act prohibitions. We expect to open other similar cases in the coming months and years, across a wide range of sectors.

At the same time the CMA has been increasing the use of our director disqualification powers,\textsuperscript{45} which ensures individual directors’ accountability for a company’s involvement in anti-competitive practices. In our view, individual directors are far less likely to cause or permit their companies to break the law if they know they may be held directly responsible for it. Under this regime, directors of infringing companies can be disqualified from acting as a director for a period of up to 15 years if by reason of the infringement they are found to be unfit to act as directors. Directors may be subject to disqualification not only if they were directly involved in the conduct but also where they did not know but ought to have known that the conduct constituted a breach or had reasonable grounds to suspect that the conduct constituted a breach and took

\textsuperscript{35} Cartels Hotline: 020 3738 6888 or a whistle-blower can fill out the CMA online reporting form or email: cartelshotline@cma.gov.uk. See https://cma-553899.workflowcloud.com/forms/c5b9608-b73d-464c-bbfa-0b3ccda758b2.


\textsuperscript{37} See https://www.gov.uk/government/publications/whistleblowers-at-the-cma.

\textsuperscript{38} See https://cheatingorcompeting.campaign.gov.uk/#advice_for_public_procurers.


\textsuperscript{40} See https://cheatingorcompeting.campaign.gov.uk.

\textsuperscript{41} This included the CMA fining three suppliers of pre-cast concrete drainage products £36 million for having infringed competition law by agreeing to fix or coordinate prices, share the market and exchanging information fining two of the UK’s largest suppliers of rolled lead £9 million for breaking competition law.

\textsuperscript{42} CMA’s Guidance as to the appropriate amount of a penalty: CMA73, updated December 16, 2021. See https://www.gov.uk/government/publications/appropriate-ca98-penalty-calculation.

\textsuperscript{43} See https://www.gov.uk/cma-cases/investigation-into-facebooks-use-of-data.

\textsuperscript{44} See https://www.gov.uk/cma-cases/investigation-into-apple-appstore.

\textsuperscript{45} Company Directors Disqualification Act 1986 (c.46) and CMA’s Guidance on Disqualification Orders (CMA102) of 6 February 2019.
no steps to prevent it. The director disqualification regime therefore places responsibility for competition law compliance squarely with those at the top of an organization.

The risk of disqualification is high: we now routinely consider director disqualifications in all cartel cases. To date, the CMA has disqualified 25 directors for competition law breaches and we continue actively to pursue others. In one of the more recent disqualification orders agreed, directors were banned from their roles for 12 and 11 years – the longest periods to date.

The CMA has published advice and information to help directors and their advisers understand their responsibilities in relation to competition law, including: a quick guide on how to avoid disqualification and a checklist on how to comply with competition law.

III. CONCLUSION

The CMA is prepared to come down hard on those businesses who cheat and we will continue to seek out and enforce against cartel activity. Indeed, the current economic circumstances have given a new urgency to this work. Consumers now more than ever deserve the benefits of competitive prices and honest, hardworking businesses deserve a level playing field to compete, innovate and succeed.

In this context, the UK Government’s new proposals to strengthen the public procurement exclusion and debarment regime provide a welcome further incentive for companies that do business in the UK to comply with competition law. It also provides a further incentive for those companies that do find themselves implicated in a cartel to apply for immunity.

---

ARTIFICIAL INTELLIGENCE TEACHES ITSELF TO COLLUDE? WHAT INCREASINGLY SOPHISTICATED AI COULD MEAN FOR ANTITRUST COMPLIANCE
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1 Sonia Kuester Pfaffenroth is a Partner in Arnold & Porter’s Antitrust/Competition practice. She formerly served in the Antitrust Division of the US Department of Justice (DOJ) as Deputy Assistant Attorney General for Civil and Criminal Operations. Brian Desmarais is a Senior Associate in Arnold & Porter’s Antitrust/Competition practice. Mr. Desmarais previously served as Assistant Vice President/Associate General Counsel at L’Oreal USA, Inc. where he advised the company on a range of antitrust compliance matters.
I. INTRODUCTION

The availability of big data and the increasing sophistication of algorithms and artificial intelligence has had an evolving impact on strategic decision-making across sectors ranging from airline pricing to ride sharing to e-commerce. Pricing algorithms can assist firms to optimize pricing on a near real-time basis in response to competitors’ strategic moves through the rapid analysis of vast quantities of market data. They can also be used — as has been demonstrated by government enforcement actions — to facilitate sophisticated collusion between competitors.

The use of algorithms in pricing, and their associated risks, is by no means a new concept. Each new technological advance can provide not only benefits to businesses and consumers, but also the potential for another tool that can be used to facilitate unlawful conduct and pose barriers to detection. Third parties developing and marketing pricing tools may, inadvertently, increase antitrust risk for their customers by marketing the same products to competitors, creating the opportunity for the perception of collusion.

The discussion of the use of AI in pricing has also led to broader questions about other antitrust risks artificial intelligence and algorithms may pose, particularly in the context of a single business’s strategic decisions. Enforcers and academics are questioning whether the use of algorithms can facilitate price discrimination or monopoly maintenance. Legislators are in turn considering more broadly whether new tools are necessary to provide antitrust enforcers with the ability address the potential for competitive harm.

And, for some time now, antitrust experts have debated a related question: when might these pricing algorithms become sufficiently sophisticated to cross the line from a tool used by businesses to execute strategies created by humans to AI that has the capacity to collude with other market participants without human intervention. Government enforcers, academics and legislators have expressed divergent views on both whether we have already crossed that line and whether current antitrust tools are sufficient to address any anticompetitive conduct stemming from the use of technology.

The only aspect of the competitive implications of AI that is not subject to debate is that this will continue to be an evolving - and highly scrutinized - area. As the technological and legal landscape evolves, compliance will become increasingly challenging as companies seek to reduce risk and avoid exposure to government investigations or to costly and burdensome litigation. While the strategic benefits of technology are significant, it is important to keep a close eye on developments to ensure compliance measures keep pace with potential areas of risk.

II. THE FTC AND DOJ CONSIDER ALGORITHMS, ARTIFICIAL INTELLIGENCE, AND ANTITRUST

The Federal Trade Commission and the Antitrust Division of the US Department of Justice (Antitrust Division) have been considering the potential issues stemming from pricing algorithms for years.

During the Trump administration, there was general consensus at the FTC and DOJ that although algorithms might enable parallel pricing or support new ways of engaging in collusive arrangements, traditional antitrust analysis could be applied to new forms of AI-based conduct.

For example, in a 2017 joint submission to the Organisation for Economic Cooperation and Development ("OECD"), the FTC and DOJ discussed the analytical frameworks for assessing concerted action under US antitrust laws in the context of computerized pricing tools. The agencies emphasized that US antitrust laws focus on challenging anticompetitive behavior rather than market outcomes. The agencies concluded that, “[w]ithout proof of collusion or evidence that the knowing parallel adoption of pricing formulas narrowed the range of prices over time, parallel pricing conduct may be outside the reach of the antitrust laws.” Therefore, to the extent pricing algorithms still reflect unilateral pricing conduct by a single firm that would not otherwise constitute a violation of the antitrust laws, it would not be unlawful to use AI to set prices even when doing so contributes to supra-competitive prices.


In subsequent public statements, antitrust agency leaders struck a similar tone, emphasizing that antitrust analysis of pricing algorithms should stick to traditional frameworks. In a 2018 speech addressing pricing algorithms, then-Deputy Assistant Attorney General Barry Nigro noted that one should “take out” the fact that an algorithm was used when considering whether pricing conduct constitutes collusion. Proof of an agreement still remains the touchstone for illegality, and while Nigro recognized that agreements to collude can be inferred from circumstantial evidence, he was skeptical that an agreement could be inferred based simply on the fact that the “spokes” all use the same price-setting mechanism (i.e., an algorithm).5 When discussing the enforcement actions DOJ had taken regarding pricing algorithms and collusion, then-Acting Assistant Attorney General Andrew Finch similarly emphasized that proof of an agreement was key in determining whether parallel conduct amounts to an antitrust violation under US law.6

In late 2018, highlighting the importance of the topic, the Federal Trade Commission devoted two days of its series of public Hearings on Competition and Consumer Protection in the 21st Century to the topic of “competition and consumer protection issues associated with the use of algorithms, artificial intelligence, and predictive analytics in business decisions and conduct.” The Federal Trade Commission solicited public comments on questions relating to AI, including whether “the use of algorithms, artificial intelligence, and predictive analytics currently raise particular antitrust concerns (including, but not limited to, concerns about algorithmic collusion).” At the hearing itself, speakers from the government, academia, private practice, economic consulting and industry offered a variety of viewpoints in sessions ranging from the real world application of algorithms and AI, ethical considerations, issues relating to innovation and market structure and algorithmic collusion. With respect to algorithmic collusion, as has been raised in other contexts, the hypothetical was posed as to how to address a future state where AI might have the capacity to collude without a clear agreement to do so among human market participants.7 Bruce Hoffman, the then-Director of the Federal Trade Commission’s Bureau of Competition introduced the topic by posing the question “is it possible that machine intelligence, artificial intelligence, could actually collude by itself . . . in the sense of explicitly agreeing on price, output, customer allocation, market allocation?”8

Current antitrust agency leaders have generally struck a consistent tone in discussing collusion. At the 2020 International Competition Network’s Cartel Working Group Plenary, Deputy Assistant Attorney General Richard Powers said the agency “expect[s] to see the use of algorithmic collusion with increasing frequency.”9 However, “while algorithms — similar to other technological developments — may present new challenges as we enforce a statute written in 1890, so far at least, we feel equipped to confront such challenges without major changes in our enforcement.”10 DAAG Powers stated clearly that in situations where a programmer or a platform, or another intermediary, serves as the coordinator for an agreement between competitors to use a single pricing algorithm for unlawful purposes, both the competitors and the intermediary would be subject to prosecution.11

At the same time, current DOJ leadership acknowledges that the anticompetitive risks around AI are evolving, and this evolution may at some point require different investigation and prosecution tools. Most recently, Assistant Attorney General for Antitrust Jonathan Kanter suggested that proactive compliance may be necessary to address collusion risks. In AAG Kanter’s estimate, “[w]e are not far off, if at all, from a world in which AI can learn to price fix,” and it may soon become “necessary to start training your AI like you train your employees” not to engage in anticompetitive conduct.12 AAG Kanter also highlighted that potential anticompetitive harm is not limited to collusion. “More often than not . . .
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10 id.
11 id.
monopolies are interested in building moats to protect themselves from competition. Kanter reiterated that “these kinds of market realities often spurred by technology are just as relevant” in criminal enforcement as in civil enforcement.13

III. LITIGATION DEVELOPMENTS

To date, there have been relatively few litigated actions resolving allegations of anticompetitive harm due to the use of algorithms and no examples of liability predicated on an agreement reached solely between independent AI without human involvement.

In 2015, the DOJ successfully prosecuted David Topkins, who pleaded guilty to participating in a conspiracy to adopt specific pricing algorithms to coordinate prices for wall posters he and coconspirators sold through the Amazon Marketplace. The DOJ’s information charging Topkins specifically included reference to conversations between Topkins and co-conspirators regarding price, an agreement between the participants in the conspiracy to adopt “specific pricing algorithms for the agreed-upon posters with the goal of coordinating changes to their respective prices,” and allegations that Topkins wrote computer code that instructed algorithm-based software to avoid price competition between the conspiring sellers.14

Also in 2015, private litigants sued Uber alleging that the pricing and payments mechanism underpinning the Uber ride-share app constituted an anticompetitive agreement in violation of Section 1. The plaintiffs alleged that the Uber app’s design supported a hub-and-spoke conspiracy, where each driver charged prices determined centrally by the algorithm, knowing that other drivers would not be undercutting that price. The court found the allegations in the complaint sufficient to withstand a motion to dismiss.15 But in 2020, after the case moved to arbitration, the arbitrator found that plaintiff-claimant failed to establish a hub-and-spoke conspiracy because there were “no spokes in the traditional sense but merely numerous vertical and individual contractual relationships between Uber and its many drivers.”16

In January 2022, the Washington State Attorney General simultaneously filed suit and entered into a consent decree with Amazon relating to allegations that the company’s “Sold by Amazon” program, violated Washington’s Consumer Protection Act. The complaint alleged that several hundred “Sold by Amazon” contracts entered into between Amazon and third-party sellers on amazon.com that were competing with Amazon’s own online consumer sales unreasonably restrained trade. According to the Washington Attorney General, Amazon invited participants into the “Sold by Amazon” program on an invitation-only basis. The participants were third-party sellers with whom Amazon had previously competed for online consumer sales on its online marketplace.

The Washington Attorney General alleged that Amazon offered these selected third-party sellers a guaranteed minimum payment if they would refrain from competing on price with Amazon, with proceeds exceeding the minimum price shared between the seller and Amazon. The Washington Attorney General alleged that this program resulted in a reduction of competition because Amazon programmed its pricing algorithm to match the prices that certain other retailers offered to consumers and set the third-party seller’s pre-enrollment price as the minimum price.

As prices of enrolled products increased, sales of enrolled products with whom Amazon had previously competed for online sales declined. Faced with price increases, some consumers opted to buy Amazon Retail’s products, particularly its private label products. The Washington Attorney General also alleged participating sellers had “limited, if any, ability to lower the price of their products without withdrawing the product’s enrollment in the Sold by Amazon program.”17 Under the consent decree, Amazon agreed to end the Sold by Amazon program, provide annual antitrust compliance updates to the Attorney General’s office, and pay $2.25 million to the Attorney General’s office.18

And, just last month, a class action complaint was filed against Uber and Lyft on behalf of certain drivers in California asserting claims under California’s Cartwright Act and Unfair Competition Law. Among other assertions, Plaintiffs claim that the defendants’ business models

13 Id.
constitute “vertical price-fixing” because the companies use “hidden” and “secret” algorithms that determine the price charged and then require drivers to charge that amount to the customer. Plaintiffs claim that there is resultant harm “in both the labor market as well as the consumer market.”19 There have been no substantive rulings in the case to date.

**IV. CONCLUSION**

The landscape and legal risks relating to algorithms and artificial intelligence continues to evolve, posing compliance challenges and necessitating nimble compliance protocols that can be adapted as new risks become apparent. Recent statements by antitrust enforcers suggest that they will be focused not just on the use of AI to facilitate collusion, but also the use of AI more broadly as part of an anticompetitive exclusionary strategy. It is reasonable to assume private plaintiffs increasingly will be bringing competition cases based on AI-based theories of harm.

Firms should target compliance training for employees responsible for implementing and programming algorithms and AI related to pricing and other competitive activities — just as they already provide targeted training to employees that interface with competitors as a part of their job responsibilities — to ensure that they understand the most up-to-date antitrust risks and rules of the road. This is particularly important as enforcers and private plaintiffs scrutinize AI-facilitated collusion and unilateral anticompetitive conduct by firms with significant market positions. Businesses must ensure that their compliance programs are equal to the task of identifying and mitigating potential risk in this rapidly changing environment.
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I. INTRODUCTION

The European Commission (“the Commission”) is widely considered to be one of the most robust and influential of antitrust regulators globally. It regularly imposes significant fines upon companies that are deemed responsible for violations of EU competition law. Its enforcement record regarding price-fixing cartels is especially indicative of the commitment it demonstrates in this context. From 1990 to December 2021, for example, in relation to cartel activity alone the Commission imposed fines (adjusted due to Court judgments) totaling almost 30 billion euros. In that same period, it adopted 152 cartel infringement decisions (addressed to 906 infringing undertakings), with 30 of those decisions being adopted since 2017. The average size of the fine imposed upon an undertaking has been measured at 17 million euros (for the period 2001–2005), 47 million (for the period 2006-2010) and 42 million (for the period 2011–2015). An examination of the figures reveals that the last ten years or so display a sizeable increase in the magnitude of the cartel fines being imposed.

The Commission’s current record on anti-cartel enforcement is undeniably impressive and should be welcomed by those who wish to see cartel activity minimized within Europe. That is not to say, however, that potential reform to the Commission’s cartel toolkit should be overlooked. Indeed, at present, there is a noticeable, significant lacuna in the powers of the Commission with respect to anti-cartel enforcement: it does not have the ability to impose administrative sanctions upon individuals who are responsible for the cartel activity of their companies, to the detriment of the objective of deterring such activity. This article argues that reform should occur to fill this lacuna and that, accordingly, the Commission should be granted the power to impose individual administrative sanctions for cartel activity.

II. THE CONCEPT OF AN INDIVIDUAL ADMINISTRATIVE SANCTION

Individual (or personal) administrative sanctions are sanctions that are imposed solely upon natural persons following an administrative proceeding, that is a proceeding that is conducted in front of an administrative body (rather than a formally-designated judicial body or criminal court), following administrative procedures, and adhering to administrative standards of proof and administrative rules of evidence. With the “pure” form of such sanctions, the courts only get involved in the sanctioning process with respect to the judicial review of the acts of the administrative body at issue, i.e. their infringement decisions. Despite its imposition outside of a traditional “criminal” setting, a sanction in the administrative context is not necessarily devoid of societal stigma, and particularly so at EU level, where there is a tendency to rely upon administrative sanctions with a penal nature. An individual administrative sanction can take many different forms, including the loss of specific rights (e.g., the right to apply for public tenders or grants), a prohibition on engaging in a particular profession, and the requirement to pay money as a punishment, and depending on the circumstances their consequences in practice can of course be extremely harsh for the person subjected to them.
Although for some commentators an administrative sanction in fact implies something distinct to a monetary sanction, such as the forced closure of an establishment or the loss of a business license, it is the financial form of the sanction (i.e. the negative economic impact inherent in its coerced relocation of financial resources) that constitutes the relevant definition adopted in this article. Consequently, for present purposes, individual administrative sanctions can be understood solely as fines that are imposed upon natural persons in the context of an administrative proceeding. Such fines can pursue a number of different objectives including deterrence, compensation, and punishment.

### III. EU-LEVEL ANTI-CARTEL ENFORCEMENT AND THE SCOPE FOR EMPLOYING INDIVIDUAL SANCTIONS

Under Regulation 1/2003, the Commission currently has the power to impose administrative sanctions (fines) upon undertakings that have intentionally or negligently violated the EU competition law provisions, including its cartel prohibition. The Commission does not have the power to impose fines upon natural persons for their infringements of the EU cartel prohibition, except that it is in the very infrequent circumstance where the natural person at issue constitutes an undertaking in their own right (i.e. an independent entity offering goods or services on a market), rather than a constituent person of a larger undertaking.

Moreover, from a close reading of that Regulation, one can clearly see that the fining powers of the Commission are designed with businesses rather than individuals in mind: Article 23(2) provides that fines will be calculated with reference to “total turnover in the preceding business year.” As a result, it is completely understandable that the Commission’s Fining Guidelines omit any reference to the fining of infringing individuals, and it is certainly not surprising to discover that, as Cauffman notes, to date there has not been a single case where the Commission has imposed a fine upon an individual employee as a component part of an undertaking that has infringed the EU competition law rules.

Consequently, and despite the lack of an express, legally-binding statement prohibiting individual antitrust sanctions at EU level, we can say with some confidence that the directors, managers or employees of an infringing company cannot at present be targets for the potential imputation of that company’s cartel infringement.

It is true that EU competition law is not only enforced by the Commission but also by National Competition Authorities (“NCAs”) in the EU Member States. When the national enforcement of EU competition law occurs, the NCA in question may well be able to sanction directly (or seek the imposition of sanction upon) natural persons within the infringing undertaking. As Article 5 of Regulation 1/2003 provides, in enforcing EU competition law, the NCAs may impose “fines, periodic penalty payments or any other penalty provided for in their national law.” In national enforcement, the existence or otherwise of an imputation process focusing on natural persons depends therefore on the specifics of national law, which of course need to adhere to the EU principles of effectiveness and equivalence when EU competition law is being enforced at national level. There are in fact a number of jurisdictions within the EU that enforce EU competition law through, inter alia, an imputation process that focuses on natural persons. In Denmark, for example, criminal sanctions can be imposed upon natural persons within an infringing undertaking.

---

20 Ibid.
23 See Regulation 1/2003, Recital 8 and Article 3.
where those persons have violated Article 101(1) of the Treaty on the Functioning of the European Union (“TFEU”) “by entering into a cartel agreement”; 28 specifically, such natural persons face “imprisonment for up to one year and six months if the breach is intentional and of a grave nature, especially due to the extent of the infringement or its potentially damaging effects.” 29 The imputation of an undertaking’s antitrust infringement to a natural person does not only occur in the criminal setting, however. 30 In Portugal, for example, it occurs in the context of an administrative proceeding, where certain individuals within an infringing undertaking can be subjected to non-criminal fines of up to 10 percent of the annual remuneration that they receive from the infringing undertaking. 28 Such examples of individual-focused imputation processes, of course, stand in clear distinction to the approach of the Commission in enforcing EU competition law.

It is submitted that the Commission could legally be granted the power to impose administrative cartel sanctions upon natural persons without having to amend the current Treaty framework. 31 Article 103(1) TFEU provides that “[t]he appropriate regulations or directives to give effect to the principles set out in Articles 101 and 102 shall be laid down by the Council, on a proposal from the Commission and after consulting the European Parliament.” These Regulations or Directives can be designed in order, inter alia, “to ensure compliance with the prohibitions laid down in Article 101(1) and in Article 102 [TFEU] by making provision for fines and periodic penalty payments”: Article 103(2)(a) TFEU. Given the deterrence potential of individual administrative sanctions (detailed below in Section IV), as well as the inherent link between deterrence and compliance, it is reasonable to conclude that these provisions of EU law provide a solid basis for the introduction (through a Regulation) of individual administrative cartel sanctions at EU level.

The situation is different with respect to criminal sanctions (i.e. the imposition of custodial sentences). The employment of criminal sanctions for cartel activity raises very difficult issues to do with their relative efficiency, 32 as well as with their appropriateness. 31 Legally and practically, such sanctions also raise a plethora of difficult challenges, including, for example, issues to do with the appropriate definition of offences, 32 their interaction with administrative leniency, 33 the issue of parallel or concurrent administrative and criminal antitrust proceedings, 34 the strengthening of procedural guarantees when one moves from an administrative regime to a criminal one, 35 and effective international enforcement cooperation. 26 In European practice the effectiveness of criminal cartel sanctions can certainly be questioned, 37 if not doubted altogether. 38

The European efforts to date to make such a sanction an effective deterrent against cartel activity have in fact been subjected to severe criticism in the literature, 38 with some commentators arguing that, notwithstanding the US example, cartel criminalization does not really have a

25 The Danish Competition Act, Consolidation Act No. 869 of 8 July 2015, Section 23(3).
26 Ibid.
30 See e.g. S. Shapiro, “The Road Not Taken: The Elusive Path to Criminal Prosecution for White-Collar Offenders” (1985) 19(2) Law & Society Review 179, 206.
34 See e.g. P. Whelan, “Cartel Criminalisation and Due Process: The Challenge of Imposing Criminal Sanctions Alongside Administrative Sanctions within the EU” (2013) 64(2) Northern Ireland Legal Quarterly 143.
36 See e.g. A. Stephan, “Four Key Challenges to the Successful Criminalization of Cartel Laws” (2014) 2(2) Journal of Antitrust Enforcement 333, 352-359.
39 See e.g. M. Furse, The Criminal Law of Competition in the UK and in the US: Failure and Success, Edward Elgar, Cheltenham, 2012, Chapter 4 (focusing on the UK) and Chapter 5 (focusing on Ireland).
place within this context. Nonetheless, it is arguable that under the current Treaty framework no amendment is required in order to mandate through EU law the imposition of criminal sanctions in the EU Member States for violations of EU competition law. The actual imposition of criminal sanctions by the Commission itself would not be possible, however, without a change in the Treaties as well as in the EU-level institutional setup. This is because such action would require the adoption of a Regulation (as opposed to a Directive) and there is simply no basis under the current criminal law competence of the EU institutions for such a legal development. In any case, politically, it would be incredibly difficult to “sell” such EU-level action to European citizens and to implement effectively and legitimately.

**IV. JUSTIFYING THE IMPOSITION OF INDIVIDUAL ADMINISTRATIVE CARTEL SANCTIONS BY THE COMMISSION**

This article contends that individual sanctions should be imposed in order to help the Commission to secure the deterrence of cartel activity within the EU. Admittedly, this position would not be universally accepted by informed scholars. Indeed, it has been argued in the law and economics literature (most notably by Posner) that, in order to secure deterrence, there is no need for sanctions to be imposed upon individuals (as opposed to corporate entities) in the context of corporate wrongdoing.

The general argument presented in this context is founded upon an important feature of (optimal) corporate fines: that they create incentives for the company to scrutinize, discover and avert any unlawful conduct of those individuals who are acting within the scope of their employment. The point is that, if sanctions are imposed upon the infringing companies themselves, those companies will be incentivized to monitor actively their agents and to sanction them appropriately (e.g., through demotion or sacking) when they are involved in prohibited cartel activity, thereby ensuring that those agents are deterred from lawbreaking. As stated by Posner himself:

> it is unimportant whether the individual corporate employees are joined as defendants in antitrust cases. A corporation has effective methods of preventing its employees from committing acts that impose huge liabilities on it. A sales manager whose unauthorized participation in a paltry price-fixing scheme resulted in the imposition of a $1 million fine on his employer would thereafter … have great difficulty finding responsible employment, and this prospect should be sufficient to deter.

Clearly, then, the idea of imposing individual administrative sanctions for cartel activity runs counter to that particular argument.

A solid argument in favor of employing personal sanctions to deter cartel activity would thus address Posner’s argument head on. The first point to be emphasized here is that Posner’s argument is very vulnerable to attack on the basis of at least two clear limitations facing a corporation that wishes to punish internally its infringing employees: (a) the ability of a company to discipline its employees is limited to the impact of dismissal (itself undermined by the existence of alternative employment prospects), as well as to the value of the personal assets of
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43 See in particular Article 83 TFEU.
47 A measure of caution is probably warranted here though, depending on the circumstances; see e.g. J. Paha, “Antitrust Compliance: Managerial Incentives and Collusive Behavior” (2017) 38(7) Managerial and Decision Economics 992, 1001.
the employee in question;\textsuperscript{50} and (b) the infringing employee may be aware that she will have left the firm by the time the infraction is likely to be discovered.\textsuperscript{51}

The second point to be made is that it may be too simplistic to assume that, in large (M-form) corporations in particular, where there may be attenuated relationships between senior executives and the managers and employees operating at the multitude of different levels in the corporate hierarchy, the existence of the antitrust fine will be swiftly and efficiently brought to bear to subordinates, with the result that such fines may not fully manage to change the organizational behavior at issue.\textsuperscript{52} The third point that one should make is that, even when they face potential antitrust fines, companies may hesitate to punish their transgressing employees when they are discovered, as: (i) they may fear that firing employees too readily may create difficulties in terms of future recruitment; and (ii) in future they may need to rely upon the cooperation of those employees in order to secure antitrust leniency from the authorities.\textsuperscript{53} The fourth and final point to note is that to expect the company to want to discipline effectively its infringing employees when they get caught ignores the fact that the interests of the individual infringers and their company may well be fully aligned with respect to the phenomenon of antitrust lawbreaking (which may occur when corporate cartel fines are sub-optimal in nature).\textsuperscript{54} The Secretariat of the OECD Competition Committee, in its detailed analysis of the place for individual sanctions in cartel law enforcement, readily accepted this point, in positing that

\[
\text{[s]ince corporate fines rarely reach a level that would maximize their deterrent effect, they also provide insufficient incentives for a corporation to effectively monitor its agents to prevent them from acting unlawfully and from putting the corporation at the risk of being fined for participating in an unlawful cartel.}\textsuperscript{55}
\]

In short, then, and irrespective of the potential force of Posner’s argument for other types of corporate wrongdoing, \textit{when the cartel sanctions to be imposed upon companies are sub-optimal,}\textsuperscript{56} the targeting of infringing individuals who work for the company may become an attractive idea in terms of securing deterrence.\textsuperscript{57} After all, one must remember that it is the individual officers and agents who in the final analysis must make the antitrust laws work by reflecting in their day to day business decisions respect for and adherence to the underlying principles expressed in the antitrust laws.\textsuperscript{58}

On the (realistic) assumption that the individual administrative fines that are imposed are actually sought to be collected by the competition authority, such sanctions therefore have potential to plug any deterrence gap that may be engendered by relying solely upon corporate sanctions: by targeting directly the individual who is responsible for taking the decision to engage in cartel activity,\textsuperscript{59} they can impact upon that particular


\textsuperscript{54} In fact, it is not difficult to find examples of situations where individuals were promoted (or at the very least not sanctioned) within their companies after having been found to have engaged in competition law violations, itself a phenomenon that lends some credence to the claim concerning the alignment of the respective individual and corporate interests; see e.g. A. Stephan, “See No Evil: Cartels and the Limits of Antitrust Compliance Programs” (2010) 31(8) Company Lawyer 231, 237. This particular phenomenon has even been observed in the US when it started to rely more heavily upon individual criminal sanctions to enforce their competition laws; see e.g. M. Wheeler, “Antitrust Trible-Damage Actions: Do They Work?” (1973) 61(6) California Law Review 1319, 1337. For empirical work in support of the existence of this phenomenon in more recent times, see J. Connor & R. Lande, “Cartels as Rational Business Strategy: Crime Pays” (2012) 34(2) Cardozo Law Review 427, 440-442.


\textsuperscript{56} For a solid empirical analysis that concludes that current EU-level cartel fines are indeed sub-optimal, see e.g. F. Smuda, “Cartel Overcharges and the Deterrent Effect of EU Competition Law” (2014) 10(1) Journal of Competition Law and Economics 63. See also F. Smuda, “Cartels and Fines,” in P. Whelan (ed.), \textit{Research Handbook on Cartels}, Edward Elgar, Cheltenham, forthcoming.


individual’s cost/benefit analysis, with the aim of moving her towards antitrust compliance with respect to her company’s activities. In other words, by targeting employees directly one can try to ensure that those employees’ incentives are not distorted and that they are in fact incentivized to adhere to the dictates of the cartel prohibition.

For some commentators on antitrust enforcement, this is a crucial point, with Markham, for example, arguing that “imposing a fine of any size, however large, will not deter violations unless the fine is imposed on the decision maker [i.e. the individual] who opts to violate the law.” Moreover, with the existence of personal sanctions, individuals will also be invested with a “weapon” which they can use to attempt to resist any pressure that may be placed upon them by their superiors to cause them to engage in anticompetitive behavior, a situation that is naturally more likely to arise when corporate sanctions are indeed sub-optimal. Personal sanctions can therefore be seen as a useful mechanism to resist any process of deindividualization that may otherwise occur in a corporate setting. In relative terms, individual fines can be far cheaper to administer than other types of personal sanctions (notably custodial sentences). Their introduction also engenders less of an institutional burden, in that they can rely upon existing procedures and agency competences. Given these points, it is thus rather understandable why the European Parliament, in resolutions adopted concerning the European Commission’s Annual Report on Competition Policy, has in two recent consecutive years advocated in favor of introducing individual administrative cartel sanctions to complement those that already exist with respect to legal persons.

Whilst not without their own controversy as a method of enforcing competition law provisions, individual administrative sanctions present a significant potential advantage over corporate liability in terms of their ability to achieve deterrence: their success does not depend upon the extent to which a corporate entity is able to pay a (huge) optimal antitrust fine. Instead, the focus is placed on the individual's expected cost/benefit analysis. The optimal individual administrative fine would focus on the expected personal benefit that the employee expects to gain from engaging in anticompetitive behavior. That benefit will of course be very indirect and nowhere near the expected benefit of the infringing company, with the result that it would be reasonable to accept that a cap of a multiple of an employee’s annual benefits (as has been proposed by Riley) would not undermine deterrence-focused efforts of the enforcer. The profit from the unlawful activity accrues after all to the infringing company.

Indeed, anticompetitive activity can be easily conceptualized as a form of what is known as “unethical pro-organizational behavior,” in other words illegal or unacceptable behavior that is “neither specified in formal job descriptions nor ordered by superiors, yet is carried out to benefit or help the organization.” Most likely, if an employee engages in anticompetitive activity for any particular personal gain, that individual's own expected benefit will be founded on the (possibly marginal) contribution that the anticompetitive behavior makes to the employee’s
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70 See Riley, op. cit., 205.
career progression or to a specific performance bonus, a benefit that could well be rather modest in absolute terms. The payment of an optimal fine constructed on the basis of (a multiple of) such a contribution is likely — one could reasonably assume — to be within the ability to pay of the infringing employee, who let us not forget is probably wealthier than the average delinquent. Indeed, with cartel activity in particular, it seems that it is the senior managers (which presumably implies rather well paid managers) who are more often than not involved in their company’s respective infringements.

In any case, an individual is arguably less likely to risk personal bankruptcy on the simple basis of a cost/benefit analysis than a corporate entity would its liquidation (i.e. as a result of potential risk aversion when personal stakes are very high, the rationality assumption is arguably more realistic or stronger with respect to a company than a natural person with, e.g., a family to support). Furthermore, the authorities, in proceeding to the imposition of a fine outside of an individual’s means, would not be engendering the sort of insupportable market-related negative externalities that would result from a corporate liquidation. Individual managers cannot therefore be confident that the competition authority will be lenient with them (i.e. that, in such circumstances, it will actually impose a sub-optimal fine) if they argue that the imposition of an optimal fine will be ruinous for them. These points taken together, then, allow one to posit that, unlike with corporate liability perhaps, the issue of inability to pay would not be overly concerning with respect to individual personal sanctions.

An additional potential advantage of personal administrative cartel sanctions at EU level concerns their positive impact on the effective operation of administrative leniency: if the Commission not only is granted the power to impose such individual sanctions but also is allowed to operate — and does operate — an individual leniency program alongside them, then it can theoretically improve the rate of detection for cartels, to the benefit of deterrence of anticompetitive behavior. The point here is that by threatening the individuals, as well as their companies, with potential cartel fines, the Commission may be able to strengthen its reliance upon the “prisoner’s dilemma” in enforcing its cartel prohibition; it can, in other words, build further distrust within a cartel arrangement leading either to its more rapid disintegration in practice or, failing that, to more likely self-reporting when the arrangement has fallen apart organically. As has been stressed in the literature on antitrust criminalization, this effect can occur in two distinct ways: (a) there will be additional runners in a potential “race to the regulator,” as individuals as well as legal persons are exposed and can therefore be incentivized to report the cartel to the authorities; and (b) the companies will therefore have an additional source of informing or whistle-blowing to worry about (i.e. their own infringing employees or those within the other companies participating in the cartel), with the result that they themselves may face a larger incentive to get in first to secure a fine discount.

Of course, individual administrative sanctions are not without their own limitations. They thus should not be viewed as a panacea to the issue of cartel activity. The main drawback to individual administrative sanctions is they are open to the possibility of indemnification by the undertaking at issue, with the result that their deterrent effect depends upon whether the legal system at issue can manage to prevent the
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74 See Baker, op. cit., 698. It is also possible that the individual infringer’s intended benefit is the mere satisfaction of having contributed to their firm’s profitability (Paruzel et al., op. cit., 216) or simply the enjoyment of the “quite life” that results from not having to engage in aggressive competition (E. Morgan, “Controlling Cartels – Implications of the EU Policy Reforms” (2009) 27(1) European Management Journal 1, 11).


76 Posner, op. cit., 271.

77 See e.g. D.D. Sokol, “Antitrust Compliance,” in M. Hitt et al. (eds), The Oxford Handbook of Strategy Implementation, Oxford University Press, 2017, 162.


80 Hong Kong is a recent example of an antitrust regime that imposes individual sanctions whilst also operating an individual leniency policy alongside a corporate (i.e. undertaking-focused) one: see Hong Kong Competition Commission, Leniency Policy for Undertakings Engaged in Cartel Conduct, April 16, 2020, https://www.compcomm.hk/en/legislation_guidance/policy_doc/files/Leniency_Policy_Individuals_E.pdf.


82 On the importance of distrust to a successful working of the mechanism of leniency, see e.g. C. Leslie, “Trust, Distrust, and Antitrust” (2004) 82(3) Texas Law Review 517, 640–641.


company from paying the antitrust fine on behalf of the responsible individual. Full indemnification occurs in this context when the company in effect pays the antitrust fine officially imposed by the competition authority upon its employee, as well as the legal fees encountered by that natural person in the administrative procedure, so that the employee does not actually face a financial detriment from antitrust enforcement: through indemnification the individual sanction can become a de facto corporate one. While, perhaps surprisingly, the indemnification by companies of the fines and/or the legal expenses of their employees can be legally acceptable in certain jurisdictions, there is no denying the potential of the phenomenon of indemnification to undermine the objective of the legal sanction in question, even when it is only partial in nature. In practice, with respect to competition law, indemnification can achieve its (anti-deterrence) aim in a variety of ways; as Zimmer explains,

> [t]he preventive effect of fines on natural persons is … doubtful when these can be sure to receive a corresponding compensation from their employers. Such compensation can be paid ex ante as well as ex post, for instance when a higher salary or an additional bonus is agreed upon before an authority discovers the cartel [or, for our purposes, any unlawful anticompetitive conduct], or when the employee is reimbursed in the amount of the fine after a regulatory offence proceeding is conducted.

In the absence of any real stigma associated with the imposition of individual administrative sanctions, successful indemnification thus ensures that the employee’s cost/benefit analysis does not include consideration of such sanctions, with the result that they become ineffective in pushing the employee towards compliance. Naturally, the problem of potential indemnification is not an easy one to resolve in practice, not least due to difficulty of ensuring detection of indemnification. The first thing to do would of course be to prohibit a company from paying an individual administrative antitrust fine, as has been done, for example, in New Zealand. That prohibition also needs to be effectively enforced with sanctions for the infringing company.

As intimated above, key too is the issue of stigma. The crucial point here is that, if being sanctioned officially by the Commission is viewed as stigmatic by the individual concerned, then the mere process of sanctioning can act as a deterrent, irrespective of whether indemnification of the fine by the company later occurs. Indeed, as Grasmick & Appleton have noted, “[u]ndoubtedly, the avoidance of stigma is a motive in human behavior, and, consequently, the threat of stigma if exposed as a law violator probably is a deterrent.” Fortunately, the Commission has been quite active – and arguably rather successful – in pursuing a policy of stigmatization with respect to cartel activity. Such activity is expressly acknowledged in Commission statements as involving “wrongdoing” on behalf of the infringing undertaking.

This morality-laden term is even employed in speeches commenting on situations where infringing undertakings benefit from a reduction in their cartel fine as a result of their formally admitting their respective infringements: when settling with the Commission via its official
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89 See e.g. R. Mikos, “Indemnification as an Alternative to Nullification” (2015) 76(1) Montana Law Review 57, 73.
95 See Section 80A of the Commerce Act 1986, as amended.
97 See e.g. European Commission, “Statement by Commissioner Vestager on Decision to Fine Truck Producers €2.93 Billion for Participating in a Cartel,” STATEMENT/16/2585, Brussels, July 19, 2016, 2.
settlement policy, cartelists in effect acknowledge their own “wrongdoing.” Cartel activity in particular is officially viewed in the same light as “taking steroids at the Olympics.” It is unequivocally perceived as being “bad for everybody” (except, of course, the participants), causing customers in particular to be “outraged.” As conduct that is “strictly forbidden to companies doing business in Europe,” cartel activity is “serious malpractice” for which no tolerance is warranted. Those who engage in it are quite simply “robber barons” who deserve punishment, and the Commission “will not hesitate to take firm action” against such conduct. Given this context, it is not an exaggeration to state—as Harding does—that, at EU level, cartel activity has been subjected to “official vilification.” At times, the language employed by Commission officials when detailing the wrongfulness inherent in cartel activity can be very similar indeed to that used by Department of Justice officials when commenting on their criminal enforcement activities against individual executives, who face up to ten years of imprisonment as a maximum sentence if convicted.

On at least three occasions, the Commission has even gone as far as stating that price-fixing is “one of the cardinal sins of EU antitrust enforcement,” a moralistic phrase which echoes the words of the U.S. Supreme Court when it held that cartels are “the supreme evil of antitrust.” The analogy with sin—with it the implication that some form of “penance” is required—is compounded with Commission statements that acknowledge the “strong temptation” that the unlawful profits from cartels can engender in potential and actual offenders. The current Commissioner for Competition has gone as far as stating that, with antitrust offenses, “what is at stake is as old as Adam and Eve,” in that “it all comes down to greed.”

The EU Courts have themselves formally acknowledged the stigmatic aspect of EU-level antitrust fines. In her Opinion in Schenker, for example, AG Kokott emphasized that there is a “condemnation (“stigma”) associated with the imposition of cartel … penalties against the [infringing] undertaking.” For AG Sharpston, in the KME Germany case, cartel activity in particular “involves engaging in conduct which is generally regarded as underhand, to the detriment of the public at large, a feature which it shares with criminal offences in general and which entails a clear stigma.” In terms of judgments, the General Court is the body that has, in recent times, routinely emphasized the stigmatic nature of...
EU-level antitrust enforcement. To take a representative example, in *Servier v. Commission* the General Court expressly acknowledged that there is a “non-negligible stigma attached to a finding of involvement in an infringement of the competition rules for a natural or legal person.”113

To take another, in *Martinair Holland NV v. Commission*, it stated that an infringement of Article 101(1) TFEU “involves engaging in conduct which is generally regarded as *underhand*, to the detriment of the public at large, and which *entails a clear stigma*.114 In fact, an online search of the Courts’ official database of judgments reveals that there are over thirty judgments from the General Court that expressly acknowledge the stigmatic nature of EU-level antitrust enforcement.115 If the Courts are indeed correct that stigma does attach to violations of the EU-level cartel prohibition, then the issue of indemnification should not become an impossible one for those who support the imposition of individual cartel sanctions by the Commission: the enforcement process should still contain a “bite” for the sanctioned individual, to the benefit of cartel deterrence.

V. CONCLUSION

The Commission has an impressive track record with respect to anti-cartel enforcement. There is, however, a lacuna in its enforcement powers: it does not have the ability to impose fines on natural persons when they are they responsible for their companies’ cartel activity. This article argued that, for reasons of deterrence, the Commission should be invested with the power to impose individual administrative sanctions for violations of the EU-level cartel prohibition. Admittedly, such sanctions have a drawback in terms of their vulnerability to indemnification. Fortunately, the stigmatization policy currently pursued by the Commission with respect to cartel activity provides considerable scope to prevent the issue of indemnification from undermining the potential deterrent effect of individual administrative sanctions.


115 See http://curia.europa.eu/juris/recherche.jsf?language=en (using the term “stigma” in the text box, searching in the “competition” subject-matter box, and confining the search to closed cases and to the General Court and the Court of Justice).
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I. INTRODUCTION AND SUMMARY

Cartel enforcement in Germany reached a further low in 2021 compared to 2020 and 2019. The threat of private damages actions continues to discourage whistleblowers from approaching the Federal Cartel Office (“FCO”) with immunity applications, which are the main starting point for the opening of new investigations. This trend has prompted a discussion of how cartel enforcement can be reinvigorated that goes well beyond Germany. Due to the COVID-19 pandemic, the trend of fewer cases will likely continue for some time, because there were hardly any inspections in the last two years, resulting in a thin pipeline of new cases.

However, the FCO signaled increased enforcement efforts by conducting a large inspection at several cable manufacturers in January 2022 for alleged price fixing. Nevertheless, the main development in cartel enforcement in Germany last year are the new fining and leniency guidelines that were issued in the second half of 2021. The overhaul of the two sets of guidelines was prompted by the entry into force of the 10th Amendment of the Act against Restrictions of Competition (“ARC”) in January 2021 that implemented the requirements of the ECN+-Directive. While some important changes have been introduced in the revised guidelines, these will not resolve the underlying dilemma of reconciling public and private enforcement.

II. RECENT CARTEL ENFORCEMENT IN GERMANY

Statistics. The latest German case statistics confirm the continued downward trend in cartel proceedings in Germany.

<table>
<thead>
<tr>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Fines in total (in EUR million)</td>
<td>208</td>
<td>124.6</td>
<td>66.4</td>
<td>376</td>
<td>848</td>
<td>349</td>
<td>105</td>
</tr>
<tr>
<td>Leniency applications</td>
<td>76</td>
<td>59</td>
<td>37</td>
<td>25</td>
<td>16</td>
<td>13</td>
<td>9</td>
</tr>
<tr>
<td>Inspections</td>
<td>18</td>
<td>17</td>
<td>10</td>
<td>7</td>
<td>5</td>
<td>2</td>
<td>2</td>
</tr>
<tr>
<td>New Procedures (total)</td>
<td>71</td>
<td>40</td>
<td>39</td>
<td>40</td>
<td>30</td>
<td>48</td>
<td></td>
</tr>
<tr>
<td>Closed proceedings</td>
<td>78</td>
<td>60</td>
<td>48</td>
<td>52</td>
<td>32</td>
<td>33</td>
<td></td>
</tr>
<tr>
<td>Fine decisions</td>
<td>7</td>
<td>4</td>
<td>7</td>
<td>4</td>
<td>5</td>
<td>4</td>
<td></td>
</tr>
<tr>
<td>Horizontal hardcore cartels</td>
<td>6</td>
<td>2</td>
<td>6</td>
<td>4</td>
<td>4</td>
<td>3</td>
<td></td>
</tr>
<tr>
<td>Vertical Cases</td>
<td>1</td>
<td>2</td>
<td>1</td>
<td>0</td>
<td>1</td>
<td>1</td>
<td>3</td>
</tr>
<tr>
<td>Referral to different competition authority</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>1</td>
<td></td>
</tr>
</tbody>
</table>

According to the latest 2021 figures, the downward trend of recent years in cartel enforcement continues.

After a peak in total fines in 2019 with a total of EUR 848 million (of which EUR 646 million related to quarto steel plate proceedings alone), 2020 and 2021 saw a rapid decline to fines of EUR 349 million in 2020 and even EUR 105 million in 2021. Only in 2017 had the total level of fines imposed been lower.

---


3 See Ritz/Weber, A Game Changer for Germany’s Competition Practice, CPI EU News, February 8, 2021, on the procedural changes brought about by the 10th ARC Amendment.


5 10 according to: Heike Anger, Warum Kartellamtschef Mundt das Kronzeugenprogramm ausweiten will, Handelsblatt of January 10, 2022.

6 This increase in new procedures (48) in 2021 is predominantly attributable to the surge in horizontal co-operations triggered by the COVID-19-pandemic, which the FCO has been monitoring, see FCO Report on Activities 2019-2020 p. 40 and 157-158. The minority appear to be hardcore cartel cases.

7 This number reflects only certain cases published yet. In one case, fines were imposed against first group of companies already in 2020.

This strong fall is also noticeable in the number of leniency applications. From 37 in 2017 to 16 in 2021, the number has dropped even further since: In 2020 13 leniency applications were filed, compared to only 9 in 2021. Since 2017, there has been a continued reduction from still 76 applications in 2017.

The number of inspections is also steadily decreasing. While there were 10 inspections in 2017, there were only 5 in 2019, and 2 each in 2020 and 2021. This sharp decline cannot only be explained by the COVID-19 pandemic, but rather fits into a long-term trend, which can be attributed to private damages actions which make leniency applications unattractive.

A similar downward trend can be observed in the decrease of completed cartel proceedings. While there were 52 concluded cartel proceedings in 2018, the numbers dropped to 32 in 2019 and 33 proceedings in 2020. The number of concluded proceedings in which fines were imposed stagnated during this period at a low level of 4 or 5 proceedings per year, which shows that without a flourishing leniency regime public cartel enforcement is less effective.

**Horizontal hardcore cartels.** Only three horizontal hardcore cartel cases were brought to a close since the end of 2020. In July 2021, the FCO fined the remaining stainless long steel companies after a first round of fines against other participants in the cartel already back in 2018. In total, it imposed fines of EUR 355 million on ten stainless steel manufacturers, two trade associations and 17 individuals. The cartel members had colluded between 2002 and 2016 on steel surcharges, price calculation and exchanged competitively sensitive information. The cartel served to preserve market conditions after expiry of the EU Treaty on Coal and Steel in 2002. The investigation was triggered by a leniency application from Voestalpine. Some companies cooperated with the FCO and/or agreed to a settlement. Only two companies went on appeal against the fine.

The second fine for a horizontal hardcore cartel in 2021 concerned three steel mills. The FCO imposed fines totaling EUR 35 million. The investigation was triggered by a leniency application from a fourth steel mill, which was awarded immunity from fines. The steel mills had been exchanging competitively sensitive information during working group meetings as well as in the context of bilateral and multilateral contracts in order to pass on any changes in cost in full to their customers. All companies cooperated with the FCO and agreed to a settlement, resulting in fine reductions.

The third case related to price fixing and market allocation in street sewer pouring products in December 2020. Fines of EUR 6 million were imposed against two suppliers for fixing prices and rebates in 2018. One of the suppliers got a discount for cooperation and settlement and was awarded partial immunity regarding the coordination of two bids. The other supplier only received a settlement bonus. The case was based on an anonymous hint under the FCO’s whistleblower hotline.

At the beginning of 2022, the FCO fined the only two suppliers of bridge expansion joints that had engaged in a quota cartel between 2014 and 2019. Fines of EUR 7.7 million were imposed and parallel penal proceedings are still pending. For once, a hint from the market prompted the investigation. Both companies cooperated and settled.

These cases confirm the general perception in Germany that also cooperation after the inspection is worthwhile because it is rewarded by significant fine discounts. The fact that most cases are settled suggests that companies are skeptical about winning an appeal at Düsseldorf Court of Appeals that in the past had little sympathy for cartel offenders.

**Vertical infringements.** Enforcement of vertical hardcore cases continues to be a priority for the FCO, even though fines are normally somewhat lower than in horizontal cases. Fines were imposed in three cases since the beginning of 2021.

---


In 2020 and 2021, the FCO imposed fines totaling EUR 21 million against three manufacturers and two specialized retailers of musical instruments for resale price maintenance for several years. Proceedings had started in 2018 with an inspection. Fines against retailers are rare. However, in this case the retailers were instrumental in keeping the price discipline and even colluded horizontally between each other on price increases.

After an inspection in January 2019, the FCO fined a school bag manufacturer approx. EUR 2 million on July 16, 2021 for fixing and monitoring the resale price for school backpacks, and restricting online sales since 2010. Dealers who undercut prices were sanctioned. The supplier got a fine reduction for cooperation and settlement. Procedures against dealers participating in the resale price maintenance scheme were closed. The case had been prompted by a request for cooperation from the Austrian competition authority that did a parallel inspection in Austria in 2019.

Most recently, on November 11, 2021, the FCO imposed a fine of approx. EUR 7 million for resale price maintenance between 2015 and 2018 regarding loudspeakers and headsets against consumer electronics manufacturer Bose. While the German leniency regime does not extend to vertical infringements, the FCO nonetheless awarded fine discounts to Bose for cooperation and settlement, which is standard practice.

### III. NEW FINING GUIDELINES

On October 11, 2021, the FCO published new Guidelines for the Setting of Fines in Cartel Offence Proceedings (“2021 Fining Guidelines”). They apply to all cartel proceedings not completed on the day of publication. Major changes compared to the 2013 Fining Guidelines arise with regard to the methodology of fine calculation and the impact of compliance programs on the level of fines.

#### A. New Fining Methodology

The reform of the 2013 Fining Guidelines was prompted by the 10th Amendment to the ARC that entered into force earlier in 2021. The ARC's amendment implemented the ECN+ Directive that brought about a number of changes to German cartel enforcement. Inter alia it revised the statutory provisions on the imposition of fines and, in particular, provides for the first time for a catalogue of relevant criteria for the calculation of the fine.

In addition to the adjustments prompted by the ECN+ Directive, the 2021 Fining Guidelines aim to “take greater account [...] of the practice of the German courts.” In the past, significant differences emerged between the FCO’s calculation methods that focused more on revenues affected by the infringement, and the German courts’ approach that focused more on overall size of the company’s corporate group. The German fine calculation methodology differed already from the EC’s approach under the 2013 Fining Guidelines, and this will continue to be the case also under the new framework.

1. **Step 1: Determination of the Basic Amount**

The 2021 Fining Guidelines have brought about several methodological changes in fine calculation, in particular the calculation of a so-called basic amount, whereas the 2013 Fining Guidelines focused only on the maximum amount.

Under the 2013 Guidelines, the FCO first determined a "profit and damage potential" based on 10 percent of the companies' German turnover affected by the infringement. This "potential" was multiplied by a factor ranging between 2 and 6, depending on the total turnover of the

---

company’s corporate group with a view to calculate a maximum amount of the fine. If the maximum amount for the fine so calculated exceeded
the statutory 10 percent global revenue maximum, the profit and damage potential was replaced by the statutory 10 percent worldwide group
revenues ceiling as maximum amount of the fine.

The 2021 Fining Guidelines provide for a new methodology. Instead of calculating the maximum amount, they determine first a ba-
sic amount based on a percentage of the corporate group’s German turnover achieved from the infringement. The percentage of the affected
turnover used to calculate the basic amount depends on the size of the relevant company’s corporate group. The minimum of 10-15 percent of
turnover affected by the infringement applies to groups with total revenues below EUR 100 million, whereas 25-30 percent apply to a group with
revenues between EUR 10 -100 billion.

The minimum turnover to be taken into account in calculating the basic amount is 12 months, even if the conduct lasted for shorter. The
possibility of estimating the domestic impact in an international market-sharing cartel has been added to the new guidelines.17

The basic amount of the fine can at maximum amount to up to half of the statutory maximum (10 percent worldwide group turnover). If
the basic amount calculated based on the turnover affected by the infringement according to the above methodology exceeds 50 percent of the
statutory maximum, instead 5 percent of global total revenues are taken into account as basic amount.

2. Step 2: Overall Appraisal

In a second step, the FCO will adjust the basic amount taking into account mitigating and aggravating circumstances. This can lead to a fine
below the basic amount or up to double the basic amount (either based on the turnover affected by the infringement or in case of application of
the 5 percent total global turnover the 10 percent maximum).

On the one hand, the FCO takes into account offence related criteria (e.g. nature, gravity and extent of the cartel) and on the other of-
fender related criteria (e.g. the company’s role in the cartel, previous infringements, degree of intent or negligence, compliance measures taken).

These factors mirror the new section 81d of the ARC, that was introduced implementing the ECN+ Directive, as the point of reference
on fine calculation. Before there was no statutory guidance on fine calculation other than a reference to gravity and duration. In case of hardcore
horizontal restraints of competition such as price fixing and, quota, sales area and customer allocation agreements, the fine will, as a rule, be
higher than the basic amount. The maximum statutory fine of 10 percent global turnover is however reserved for very serious infringements.

As stated above, the adjustment of the basic amount differs from the approach under the 2013 Fining Guidelines where only the max-
imum amount of the fine was calculated. Between EUR 0 and the maximum fine (either the 10 percent statutory cap or the multiplied profit and
damage potential) the FCO engaged in an individual appraisal on the level of the fine. In hardcore cases the fine would usually range above 5
percent of the group’s global revenues.

Following the overall appraisal of the relevant circumstances of the infringement, further adjustments to the fine calculated based on
the adjusted basic amount can be made under the new guidelines, if the company’s economic viability is threatened, if it has filed a leniency
application (which can lead to rebates of up to 50 percent based on timing and value add of the application) or if it agreed to a settlement (10
percent discount).

3. Effect on the Amount of Fines

While the fine calculation method has been changed significantly, the FCO’s president, Andreas Mundt, tried to assure the business community
that the fines imposed should remain essentially at the same level.18 A significant downside arises from the fact that also the new guidelines are
not binding on the German courts.19 Since the courts will likely continue to use a different method of calculation and have in practice in some
cases increased fines on appeal, the cartel offender’s incentive to file an appeal remains limited.

17 Para 12, 2021 Fining Guidelines.
19 See German Federal Court of Justice (Bundesgerichtshof), Judgment of February 26, 2013, KRB 20/12 – Grauzementkartell, para 57 regarding the non-binding character
of the previous guidelines.
**B. Possible Impact of Compliance Programs**

For the first time, the 2021 Fining Guidelines explicitly take into account compliance systems as mitigating factor in fine calculation. According to the new section 81d of the ARC, companies can now invoke two forms of compliance defenses. Compliance measures taken before and after the offence can lead to a fine reduction.

1. **Pre-offence Compliance Measures**

Under the new ARC “adequate and effective precautions taken [by the company] prior to the infringement to prevent and detect infringements” constitute a mitigating factor. The FCO specifies its requirements for the adequacy and effectiveness of precautions in its 2021 Fining Guidelines.

However, there is still no practical guidance on what constitutes appropriate compliance measures. In its guidelines, the FCO only states that

“the nature and extent of the requisite precautionary measures are dependent on the individual case and, in particular, on the type of the undertaking, its size and organizational structure, the provisions to be complied with and the risk of them being infringed.”

From the FCO’s point of view, the effectiveness of pre-offence compliance is demonstrated if the measures taken have led to the discovery and prompt reporting of the infringement. In any case, the pre-compliance defense is excluded if the company’s management level was involved. The Guidelines further explain that the compliance defense is not per se excluded, if the acting individual has disregarded the company’s compliance code to an extraordinary extent and with deliberate deception of his or her superiors in order to achieve personal advantages in the infringement. This high threshold raises the question whether pre-offence compliance will ever be recognized by the FCO. In contrast, section 81d ARC does not speak about the need for self-reporting by the company. The open question on what constitutes sufficient pre-offence compliance will likely need to be resolved in litigation.

2. **Post-offence Compliance Measures**

According to section 81d (1) no. 5 of the ARC “precautions taken after the infringement to prevent and uncover infringements” can mitigate the fine imposed on an infringer. This clarifies that post-offence compliance measures can be taken into account as positive post offence behavior in the assessment of the fine. According to the 2021 Fining Guidelines, a mitigation applies in particular

“If the company convincingly demonstrates the precautions taken to effectively prevent future similar breaches and a commitment to act in a legally compliant manner is clearly evident.”

The FCO thus tries to distinguish genuine from sham compliance. In the FCO’s view, indications for genuine compliance efforts are the active cooperation of a company in the investigation of the offence as well as the effort to make amends for the damage. Here, too, ambiguities may arise in practice, e.g. from the questions whether making amends requires claims for damages to be paid immediately, or whether willingness to negotiate and provisions in the balance sheet are sufficient. In any event, it will be difficult to distinguish genuine from sham compliance. Nonetheless, the fact that pre- and post-offence compliance can now be taken into account in fine calculation in Germany is a big step forward.

**IV. NEW GERMAN LENIENCY GUIDELINES**

With the 10th ARC Amendment enacted earlier in 2021, the previous FCO’s leniency program from 2006 (“2006 Leniency Program”) had found its way into the statute (sections 81h-81n ARC) to increase legal security.
On August 23, 2021, the FCO published new leniency guidelines (“2021 Leniency Guidelines”). They apply retroactively for all leniency applications filed after January 19, 2021. For older applications, the 2006 Leniency Program will be applied unless the new Leniency Guidelines are more favorable.

Apart from the anchoring in the ARC and further details and clarifications in the new guidelines, the leniency regime in Germany remains largely unchanged in terms of content. It offers cartel members full or partial immunity from fines if they cooperate with the FCO and help to uncover the cartel from the inside. Only the first cartel member applying for leniency (and continuously and fully cooperating with the FCO) can benefit from full immunity from antitrust fines. Immunity after the inspection is possible, but the requirement of the applicant enabling the authority to prove the infringement is in practice very difficult to meet after the inspection. Applicants after the inspection normally benefit from fine reductions of up to 50 percent. The percentage of the reduction is dependent on the rank and value add of the application. In practice, the FCO is quite generous with discounts. Leniency is still not available for vertical infringements also under the new guidelines, which can in combined infringements that involve horizontal and vertical conduct deter potential applicants from making an application. In practice, the FCO provides significant fine discounts also for cooperation in vertical cases, however normally no immunity from fines.

A. Changes Compared to 2006 Leniency Program

A noteworthy change in the 2021 Leniency Guidelines is that the ringleader disqualification of the immunity applicant has been replaced by the “coercer test” applicable under EC’s 2006 Leniency Notice. While immunity from fines could be denied to so-called “ring leader” of a cartel under the FCO’s 2006 program, under the 2021 Leniency Guidelines immunity can only be denied, if the cartel participant has taken steps to “force” other cartel participants to participate or remain in the cartel. As a result, a ring leader can now receive complete immunity from fines like in Brussels, unless it coerced other companies into participation into the cartel. The vague “ringleader” criterion had in the past often been criticized as being a deterrent from filing for leniency, because companies had to fear to be disqualified from immunity, e.g. because they were the market leader or because they had organized meetings between competitors. For the coercive cartel member, however, a reduction of the fine pursuant to section 81l of the ARC remains possible. The burden of proof for the (attempted) coercion is on the FCO. So far, this ground for denial has not been applied in practice.

A further new feature of the 2021 Leniency Guidelines is the confirmation of the concept of partial immunity. Companies providing the FCO with additional facts on a distinct part of the infringement (e.g. new infringement periods or new geographical areas) can profit from partial immunity even if they are not the original immunity applicant. The FCO will not use such additional facts against the providing company when setting its fine. This concept had been applied by the FCO in the past, e.g. in the dishwashing liquid cartel. However, the clarification in the 2021 Leniency Guidelines enhances legal security.

The 2021 Leniency Guidelines also clarify that the leniency applicant must not destroy, manipulate, or withhold any relevant evidence. This obligation already applies at the time a company is considering a leniency application. While the FCO would likely have taken the same view interpreting the applicant’s duty to cooperate, this clarification enhances legal security.

While the 2006 Leniency Program provided that an applicant has to stop participation in the infringement on request from the FCO, the 2021 Leniency Guidelines make the termination of the infringement at the time of the application a direct requirement unless the FCO permits certain conduct to secure the integrity of the investigation.

25 Para 3, no. 3, 2006 Bonus Program.
26 Section 81k (3) ARC, para 6 no. 3 2021 Leniency Guidelines, art. 17 (3) ECN+ Directive.
28 The same is true at EC level, see Kamann/Ohlhoff/Völcker, Kartellverfahren und Kartellprozess, § 7 Verfahrenseinleitung, para. 39.
29 Section 81l (3) ARC, and para 10, 2021 Leniency Guidelines.
30 Section 81l (1) no. 3 dj, no. 4 aj ARC.
The deadlines for finalized leniency applications after a marker application have been softened. While the previous bonus program provided for a fixed maximum period of 8 weeks between the receipt of the marker and submission of a finalized leniency application, the period mentioned in the new Guidelines is now only a standard period which applies “as a rule” which is a welcome development.\textsuperscript{32}

The 2021 Leniency Guidelines emphasize the importance of personal statements, which should generally accompany leniency applications.\textsuperscript{33} They were not mentioned in the 2006 program.

Also the process regarding marker, leniency and summary applications that protect applicants against a loss of their status in case of change of jurisdiction in ongoing proceedings is explained in further detail in the new guidelines.

However, they no longer include the possibility to contact the FCO anonymously through a lawyer to check whether immunity is still available in a given industry. Instead, the new guidelines now explicitly exclude anonymous contacting.\textsuperscript{34} While this change could discourage some companies from filing a leniency application, the FCO is likely concerned about abuse or anonymous requests that aim to find out whether an investigation is already under preparation in a given industry.

\textbf{B. FCO’s Initiative to Incentivize Leniency Applications}

To achieve a turnaround in the number of leniency applications, the FCO’s president has recently recommended to exempt the immunity applicant from damages claims.\textsuperscript{35} However, this proposal conflicts with current German law implementing the EU Damages Directive according to which the immunity applicant is only liable to its own customers and exempt from joint and several liability unless the other cartel members cannot fully compensate the victims (see section 33e ARC). In addition, the immunity applicant is protected against the disclosure of his leniency statements and settlement submissions for the purpose of actions for damages under section 33g (4) ARC. Nonetheless, pre-existing documents accompanying leniency applications are not protected, which can be as valuable for plaintiffs in follow on damage cases as the application itself. Enlarging the protection for pre-existing evidence submitted by the applicant could further incentivize applicants, but also this change would be in practice difficult to achieve, because the European Court of Justice created the distinction between leniency applications and pre-existing documents in the Pfleiderer preliminary ruling case.\textsuperscript{36}

Since further protection of immunity applicants is not possible without significant legislative changes at EU and German level, the FCO should consider stepping up its own detection capabilities, e.g. through screening markets, taking up complaints from market participants and cooperating with other competition authorities in the ECN.

\textsuperscript{32} Para 12, 2006 Bonus Program; para 17 and 25 2021 Leniency Guidelines.

\textsuperscript{33} Para 19, 2021 Leniency Guidelines.

\textsuperscript{34} Para 13, 2021 Leniency Guidelines.

\textsuperscript{35} \textit{Mundt} in FCO Press Release of October 11, 2021, supra note 18; WuW Nr. 07-08 06.08.2021, 418, 420; Reinhard Kowalewsky, „Schier uneinholbare Wettbewerbsvorteile“: Kartellamt vermutet Absprachen zwischen Apple und Amazon, Rheinische Post Online, of January 2, 2022 14:00; Heike Anger, Warum Kartellamtschef Mundt das Kronzeugenprogramm ausweiten will, Handelsblatt of January 10, 2022; FCO Press Release of December 29, 2020, available in English at \url{https://www.bundeskartellamt.de/SharedDocs/Publikation/EN/Pressemeldungen/2020/29_12_2020_Jahres%C3%BCblick.pdf}.

\textsuperscript{36} ECJ, Judgment of June 14, 2011, Pfleiderer AG v Bundeskartellamt, Case C-360/09, ECLI:EU:C:2011:389; 2011 I-05161.
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