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By James W. Attridge

On September 15, 2022, Deputy Attorney General Lisa Monaco announced revisions to the Department of Justice’s (the “Department”) corporate criminal enforcement policies that are anchored in commitments to individual accountability and ensuring more and faster prosecutions of corporate crime to counter the “overall decline in corporate criminal prosecutions over the last decade.”

The policy changes govern the Department as a whole but have several implications for the Antitrust Division (the “Division”) and its criminal enforcement program, particularly when considered with the Division’s April 2022 update to its Leniency Policy and July 2019 decision to consider compliance efforts at the charging stage of criminal cases.

This article outlines the Department’s changes and their implications for antitrust enforcement, including (i) prioritizing individual prosecutions and increasing the Department’s expectations of cooperating companies, (ii) expanding voluntary self-disclosure policies – like the Division’s Leniency Policy – across the Department, (iii) considering a broader corporate criminal history in determining the appropriate form of resolution, (iv) removing any bars to corporate monitorships, and (v) increasing expectations for corporate compliance.

Individual Accountability & Cooperation

The Department’s “top priority for corporate criminal enforcement” is prosecuting individuals “who commit and profit from corporate crime.”

To that end, the Department recently announced new policies that raise expectations of cooperating companies.

First, in a speech last year, the Department explained eligibility for cooperation credit requires “identify[ing] all individuals involved in the misconduct – not just those substantially involved – and produc[ing] all non-privileged information about those individuals’ involvement.”

Second, companies that unduly or intentionally delay producing information or documents will have their cooperation credit reduced or denied outright. In particular, cooperating companies are expected to produce hot documents and evidence in real time. Department prosecutors, in turn, must work to seek individual charges before or at the same time as corporate resolutions.

Both words and data indicate that the Division shares the Department’s commitment to individual charges. Between 2012 and 2021, the Division prosecuted individuals at an overall average rate of nearly three for every company. And earlier this year, Antitrust Division Assistant Attorney General Jonathan Kanter touted the Division’s 21 indicted cases against 42 individuals, including 9 CEOs and corporate
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So while these changes are in line with the Division’s efforts to prioritize individual accountability, they also raise the bar for the expected speed and depth of cooperation.

Benefits of Voluntary Self-Disclosure

Monaco also announced a Department-wide effort to ensure that companies “benefit” from a decision to voluntarily self-disclose misconduct. Now, every Department component is required to develop a formal, documented policy – like the Antitrust Division’s Leniency Policy – that rewards voluntary self-disclosure.

Under the Antitrust Division’s Leniency Policy, as updated in April 2022, the Division will not criminally prosecute companies and individuals that self-report their participation in a criminal conspiracy in violation of Section 1 of the Sherman Act. Companies that self-report their conduct before the Division has received information about the conspiracy from any source are eligible for Type A leniency, which also protects the applicant’s current employees from prosecution. In turn, Type B leniency is available if the Division does not yet have evidence likely to result in a sustainable conviction against the applicant. In that case, non-prosecution protection for the applicant’s employees is not guaranteed and is considered at the Division’s discretion.

Under the Department’s voluntary disclosure policy, the Department will not seek a guilty plea or impose a compliance monitor when the company voluntarily self-discloses, cooperates fully, and remediates the conduct, absent aggravating factors such as deeply pervasive misconduct.

The April 2022 updates to the Leniency Policy in many ways mirror the hallmarks of the Department’s new voluntary disclosure policy.

First, the 2022 updates added the requirement that applicants promptly self-report after discovering misconduct. Likewise, the Department guidance emphasizes that “voluntary self-disclosure only occurs when companies disclose misconduct promptly and voluntarily.”

Second, the Division added to its expectations of applicants’ cooperation. Cooperation must not only be “continuing” and “complete,” as it was under the earlier iteration of the Leniency Policy, but also “timely” and “truthful.” Similarly, the Department’s guidance emphasizes cooperation must occur “swiftly and without delay.”

Third, in addition to restitution, the Division added the requirement that the company undertake remedial measures to redress harm and improve its compliance program, which corresponds with the Department’s requirement of appropriate remediation.

The Department left it to individual components to outline aggravating factors, such as deeply pervasive conduct. Again, clues about aggravating factors in Division investigations are contained in the Leniency Policy itself.
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Leniency will not be granted if the applicant coerced another party to collude and was the leader or originator of that activity. Additionally, in the case of Type B leniency, the Division considers whether granting leniency would be unfair because of the nature of the illegal activity, the applicant’s role, criminal history, and timing of its application.\textsuperscript{16} Criminal history was an April 2022 addition, which is consistent with the Department’s focus on corporate recidivism, discussed further below.

Though these aggravating factors introduce discretion and therefore uncertainty for potential applicants, the Department’s and Division’s expectations are clear: companies “should seek a leniency marker at the first sign of potential wrongdoing”\textsuperscript{17} and Department policies, including the Leniency Policy, “must ensure that a corporation benefits from” voluntarily self-disclosure, “through resolution under more favorable terms than if the government had learned of the misconduct through other means.”\textsuperscript{18}

While the Division’s Leniency Policy does not bind other components that could, at least in theory, prosecute applicants for offenses other than Sherman Act violations,\textsuperscript{19} the Department’s explicit endorsement of policies like the Division’s Leniency Policy may guide other components to honor the benefits afforded to antitrust leniency applicants. For example, during a 2019 roundtable, the American Bar Association’s Antitrust Section urged the Department to limit False Claims Act (“FCA”) recoveries to actual rather than treble damages from leniency recipients who cooperate with both the Antitrust and Civil Divisions.\textsuperscript{20} Department edict that the Civil Division adopt a policy similar to the Antitrust Division’s Leniency Policy – and the April 2022 decision to enshrine the Leniency Policy in the Department-wide Justice Manual – may open the door to a Civil Division policy limiting leniency applicants’ FCA exposure. As components introduce their own voluntary disclosure policies, it is also worth watching for additional guidance from Department leadership or components about the intersection of their voluntary disclosure policies, such as the Civil Division’s treatment of Antitrust Division leniency applicants.

There are also implications for the Antitrust Division itself. The Leniency Policy only applies to violations of Section 1 and other offenses committed “in furtherance of” a Section 1 violation.\textsuperscript{21} But the Division’s criminal enforcement extends beyond Section 1. The Division, and its Procurement Collusion Strike Force in particular, routinely “investigates and prosecutes criminal violations under Title 18 affecting the competitive process, or affecting investigations into anticompetitive conduct,” such as conspiring to defraud the federal government.\textsuperscript{22} The Division has also renewed its commitment to criminal prosecution of Section 2 of the Sherman Act.\textsuperscript{23} Under the new Department-wide voluntary disclosure policy, it appears that companies that voluntarily self-disclose to the Antitrust Division standalone Title 18 violations and Section 2 violations that do not amount to a Section 1 violation, may avoid a guilty plea by voluntary disclosure, cooperation, and remediation.\textsuperscript{24} This is also in keeping with the Leniency Policy FAQs, which encourage applicants to seek a leniency marker at the first sign of “potential wrongdoing” – rather than a violation of Section 1 – “no matter how slight” and “even if it is not certain that the
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wrongdoing occurred," along with guidance that “[a]pplicants with exposure for both antitrust and non-antitrust crimes should report all crimes to the relevant prosecuting agencies.”

**History of Corporate Misconduct**

Monaco also announced the Department will take a holistic view of a company’s history of misconduct. Prosecutors will now consider a company’s “full criminal, civil, and regulatory record,” “whether or not that misconduct is similar to the conduct at issue in a particular investigation.” Beyond the expectation that companies learn from specific mistakes, the changes emphasize that a history of misconduct may speak to the company’s commitment to compliance and respect for the law. Also underlying the Department’s broader assessment is the warning that recidivists cannot assume entitlement to serial deferred and non-prosecution agreements.

For corporations in the Antitrust Division’s crosshairs, the breadth of the inquiry may prove particularly wide ranging. The default is for corporations to report criminal resolutions within the last ten years, civil or regulatory resolutions within the last five years, and ongoing state, federal, and international investigations. While resolutions older than these five- and ten-year defaults are accorded “less weight,” prosecutors’ assessment can date back to corporate inception. That task alone may prove burdensome in Division investigations. For example, foreign companies account for over 80% of the Division’s resolutions with fines/penalties over $10 million. For companies with a long history, international reach, and significant size, a thorough accounting could lengthen and complicate the resolution process, particularly if the company is deemed a recidivist whose resolution requires sign off by Department leadership.

Acquisitions may also complicate matters. Companies that have acquired firms with a history of misconduct will not be treated as recidivists, but only if the misconduct is promptly and properly addressed post-acquisition, which puts a premium on effective “pre-acquisition diligence and post-acquisition integration.”

While dated, distant, and distinguishable bad acts are unlikely to change the Division’s willingness to enter into a deferred prosecution agreement (“DPA”), expanding the calculus makes predicting the decision on the appropriate form of resolution less certain.

There is also the question of the effect of a prior resolution, including non-prosecution under the Leniency Policy, on a subsequent leniency applicant. In the case of Type A leniency, a prior resolution should not amount to a bar because a pristine past is not a prerequisite. However, Type B leniency includes an additional requirement that granting leniency “would not be unfair to others,” an assessment that expressly includes consideration of “the applicant’s criminal history.”

Although a Type B applicant’s prior criminal history will be considered, there are arguments that a criminal history should not lead the Division to turn the applicant away as a recidivist. Indeed, both Type A and Type B applicants must promptly report misconduct. And the Department’s revised policy emphasizes that prosecutors should credit “timely, voluntary self-disclosure.”
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including for a company with a prior resolution. Compliance improvements – which are now required to receive Type A or Type B leniency – are also critical because the assessment of prior misconduct includes resulting remediation and compliance program updates. As Monaco recognized, “voluntary self-disclosure is a sign that the company has developed a compliance program and has fostered a culture to detect misconduct and bring it forward.” Still, potential applicants should consider their criminal history and be mindful of the Division’s ability to exclude Type B applicants on the basis of that history.

Transparency & Leniency

While the Division has long emphasized its commitment to a transparent and predictable Leniency Policy, applicants themselves are treated “in strict confidence.” The Department Guidance, however, commits to publication of corporate criminal resolutions on the Department’s public website, absent exceptional circumstances. It is left unstated, but presumably resolutions pursuant to the Division’s Leniency Policy amount to such an exceptional circumstance. Alternatively, because final leniency letters are only issued upon completion of the investigation and any resulting prosecutions, a process that can take years, confidentiality may no longer be required by the time of a final letter.

Corporate Monitorships

The Department also rescinded prior guidance discouraging the use of corporate monitors, in favor of an assessment based upon the facts and circumstances of each case. Monitors must be selected according to a documented process, like the Antitrust Division’s Memorandum on Selection of Monitors.

Historically, the Division’s use of monitors has been limited, and typically in the context of court-imposed probation following a guilty verdict or guilty plea. While the imposition of a monitor will remain a fact-specific assessment based upon a range of factors including the risk of further corporate misconduct, a recent civil resolution proposing a ten-year monitorship may indicate a newfound willingness to impose monitorships.

Compliance

The Department also emphasized the importance of effective compliance programs and ethical corporate behavior. In addition to a broad commitment to reward “historical investments in compliance” and “incentivize other companies to make the same investments going forward,” Monaco highlighted two metrics applicable to antitrust compliance: compensation structures that promote compliance and monitoring and recovery of business data from personal devices and third-party messaging platforms.

In 2019, the Antitrust Division began considering corporate compliance efforts at the
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charging stage, opening the door to a DPA when warranted under the Principles of Federal Prosecution of Business Organizations. Although both compensation and preservation are mentioned in Antitrust Division guidance on its evaluation of corporate compliance efforts, the Department’s Memorandum expands on each metric.

First, prosecutors’ evaluation of corporate compliance efforts will consider whether the company’s compensation system rewards compliance and imposes financial penalties for misconduct, such as through provisions that claw back compensation paid to those who “engaged in or did not stop wrongdoing.” Here, the Department’s expectations are clear and unequivocal: we expect “that companies will have robust and regularly deployed clawback programs.”

Second, the Department also pointed to compliance risks associated with the business use and preservation of data and communications on personal devices and third-party messaging applications. The Department expects enforced and effective policies governing the use (or forbidding the use) of personal devices and third-party messaging platforms for business purposes to prevent off-system activity and ensure that all key data and communications are preserved. These efforts are particularly critical in antitrust investigations, where prosecutors will request and assess evidence of communications between competitors.

A commitment to greater and faster enforcement – backed by a request for $250 million to fund the Department’s corporate crime initiatives – combined with higher expectations for cooperation and compliance, makes consulting with experienced counsel about the intersection of Department and Division policy all the more critical. So too is an assessment of antitrust compliance efforts following the Department’s message that “[c]ompanies need to actively review their compliance programs to ensure they adequately monitor for and remediate misconduct – or else it’s going to cost them down the line.”

Whether under the Division’s Leniency Policy or the Department’s expanded effort to promote voluntary self-disclosure, an ounce of prevention can put companies in the best position to avoid, or at least mitigate, the Department’s commitment to imposing a pound of cure.
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